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             735 East Carnegie Drive, Suite 150, San Bernardino, California  92408 

 

Meeting date, time, 
and place at First 5 
San Bernardino 

September 7, 2016  
3:30 p.m.  
Commission Conference Center 

 

Pledge of 
Allegiance 

Chair or designee will lead the Pledge of Allegiance 

 
SPECIAL 
PRESENTATION 

None 

 

Conflict of Interest 
Disclosure 

Commission members shall review agenda item contractors, subcontractors, and agents, 
which may require member abstentions due to conflict of interest and financial interests.  
 
A Commission member with conflicts of interests shall state their conflict under the 
appropriate item.  A Commission member may not participate in or influence the decision 
on a contract for which their abstention has been recorded. 

 
Report Executive Director’s Report by Karen E. Scott 

 

Consent Item 

The following consent items are expected to be routine and non-controversial and will be 
acted upon by the Commission at one time unless any Commissioner directs that an item 
be removed from the Consent Agenda for discussion. 

 

Item No. CONSENT  

1 
Approve minutes of August 3, 2016 Commission Meeting. 
(Presenter: Ann M. Calkins, Executive Assistant, 252-4252)  

 

 

 

1

http://www.first5sanbernardino.org/


Agenda: Children and Families Commission 09-2016 
September 7, 2016 
Page 2 of 2 
 

The agenda and supporting documents are available for review during regular business hours at First 5 San Bernardino, 735 
East Carnegie Drive, Suite 150, San Bernardino, California  92408. 
 
Interpreters for hearing impaired and Spanish speaking individuals will be made available with forty-eight hours notice. Please 
call Commission staff (909) 386-7706 to request the service. This location is handicapped accessible.   

 
Item No. DISCUSSION 

2 

Authorize First 5 San Bernardino (F5SB) to participate jointly with First 5 Riverside (F5R) in 
submitting a proposal for the Dental Transformation Initiative – Local Dental Pilot Project 
for Fiscal Years 2016 – 2020, a funding opportunity to improve dental services in the Inland 
Empire region, strengthening the child health system. 
(Presenter: Karen E. Scott, Executive Director, 252-4252) 

3 

Approve Amendment A1 to Contract HW054 with County of San Bernardino Department of 
Public Health (DPH) BONUS (Babies Optimal Nutrition with Ultimate Support) program to 
provide lactation support services countywide for Fiscal Years 2015-2018. 
(Presenter: Mary Alvarez, Staff Analyst II, 252-4258) 

 

Public Comment 
Persons wishing to address the Commission will be given up to three minutes and pursuant 
to Government Code 54954.2(a)(2) “no action or discussion will be undertaken by the 
Commission on any item NOT on the agenda.” 

 
Commissioner 
Roundtable 

Open to comments by the Commissioners 

 
Next 
Commission 
Meeting at  
First 5 San 
Bernardino 

 

PLEASE NOTE: October meeting falls on last Wednesday 

 
October 26, 2016 

3:30 p.m. to 5:00 p.m. 
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CHILDREN AND FAMILIES COMMISSION 
for San Bernardino County 
AGENDA: SEPTEMBER 7, 2016 

 

Subject:  Information Relative to Possible Conflict of Interest 
 
Instructions: Contractors, subcontractors, principals and agents are listed below for each applicable 
agenda item.  Commissioners are asked to review the items for possible conflicts of interest and to 
notify the Commission secretary prior to the Commission meeting of conflicts concerning items on the 
meeting’s agenda.  This procedure does not relieve the Commissioner of his or her obligations under 
the Political Reform Act. 
 
Background: The Political Reform Act of 1974 (Government Code section 87100 et. Seq.) prohibits 
public officials from making, participating in making or in any way attempting to use their official position 
to influence a governmental decision in which they have reason to know they have a “financial interest.”  
Additionally, Government Code section 1090 et seq. prohibits public officers and employees from 
being financially interested in any contract made by them in their official capacity or by the board of 
which they are members.  A limited exception is allowed for County Children’s and Families 
Commissions.  (See Government Code section 1091.3) 

 

Item 
No. Contractor 

Principals & Agents Subcontractors; 
Principals & 

Agents 

Commissioner 
Abstentions 

1 First 5 Riverside 
Tammi Graham 

Executive Director 
N/A N/A 

2 

County of San 
Bernardino 

Department of Public 
Health 

James C. Ramos, Chairman 
Board of Supervisors 

N/A N/A 
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Minutes:  Children and Families Commission Meeting 

735 East Carnegie Drive, Suite 150, San Bernardino, California  92408 

 
Meeting Date, 
Time and 
Location  

Commission Meeting 
August 3, 2016 
3:30 p.m. 
 
Chair Haugan called the meeting to order at 3:32 p.m. 

 
Pledge of 
Allegiance 

 The Pledge of Allegiance was led by Chair Haugan 

 
Special 
Presentation 

Presentation of retirement gifts for Chair Linda Haugan  

 

Conflict of 
Interest 
Disclosure 

Commission members shall review agenda item contractors, subcontractors, and 
agents, which may require member abstentions due to conflict of interest and financial 
interests.  
 
A Commission member with conflicts of interests shall state their conflict under the 
appropriate item.  A Commission member may not participate in or influence the 
decision on a contract for which their abstention has been recorded. 

 
Attendees Commissioners Present 

• Josie Gonzales 

• Linda Haugan 

• Maxwell Ohikhuare, M.D. 

• Paul Vargas 

• Elliot Weinstein, M.D. 
 
Staff Present 

• Karen E. Scott, Executive Director 

• Cindy Faulkner, Operations Manager 

• Scott McGrath, Supervisor 

• Staci Scranton, Supervising Office Assistant 

• Mary Jaquish, Supervisor 

• Sophie Akins, Commission Counsel 

• Mary Alvarez, Staff Analyst II 

• Delia Barreto, Staff Analyst II 
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• Amanda Ferguson, Staff Analyst II 

• Leslie Fountain, Media Specialist II 

• William Kariuki, Staff Analyst II 

• James Kim, Accountant II 

• RuthAnn Martinez, Staff Analyst II 

• George Potts, Fiscal Assistant II 

• Walid Wahba, Accountant II 

• Ronnie Thomas, Staff Analyst II 

• Chrystina Smith-Rasshan, Staff Analyst II 
 

 
Changes to the 
Agenda 

Agenda Item 4 is pulled off calendar. 

 
Report –  
Karen E. Scott  
Executive 
Director 

Farewell to Commission Chair Linda Haugan 
Chair Haugan will be retiring from County service effective October 15, 2016.  Due to 
previous commitments, she will not be able to attend the September meeting.  Staff is 
honoring her at this meeting.  
 
Chair Haugan has been instrumental in her leadership on the Commission since her 
appointment in 2005.  Ms. Haugan has led as Commission Chair since 2011.  Staff 
will miss her input, strength and guiding hand as she oversaw organizational changes 
and numerous programs come to fruition.  She will truly be missed and deserves every 
happiness in her retirement. 
 
Chair Haugan also introduced CaSonya Thomas as her replacement.  Ms. Thomas 
will assume the position of Assistant Executive Officer (AEC) for Human Services upon 
Ms. Haugan’s retirement.  As part of the AEC duties, Ms. Thomas will take her place 
on the First 5 Commission, effective in October.  
 
Commission Chair Duties 
According to F5SB Bylaws, Article V – Officers and Duties – Section 3 - in the absence 
of the Chair, the Vice-Chair shall assume the duties of the Chair.  Dr. Ohikhuare shall 
serve as the Chair through the end of the year.  Elections will be held in January to 
select the Commission’s Chair and Vice-Chair officers for the new year.  
 
Dental Transformation Initiative (DTI) 
This item has been pulled from today’s agenda as the work is still very much in the 
planning and collaboration phase and there is no clear operational framework or formal 
response formulated to the Local Dental Pilot Project Application.   
 
The due date has been extended from August 16th to September 30th. All 
Commissioner questions and concerns will be addressed before bringing the item 
back to the Commission for approval in September. 
 
As a brief overview, and as shared at last month’s Commission meeting, the Dental 
Transformation Initiative (DTI) is part of California’s Medi-Cal 2020 section 1115 
waiver.  The DTI represents a critical mechanism to improve dental health for Medi-
Cal children by focusing on high-value care, improved access, and utilization of 
performance measures to drive delivery system reform.  More specifically, this strategy 
aims to increase the use of preventative dental services for children, prevent and treat 
more early childhood caries, and increase continuity of care for these children. 
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The DTI plan for California includes four (4) domains.  
 
Domain (1) focuses on preventative services, (2) caries risk assessment and 
management, and (3) on continuity of care.  The participants and providers under the 
first three domains were selected by DHCS or CMS based on prior years data and 
participation and value to testing a strategy.  There is no open process for applying for 
these domains at this time. 
 
The call for applications for the Local Dental Pilot Project supports Domain (4) and 
allows for local collaborations to apply, aligned with the same objectives from the first 
three outlined domains, to test innovative strategies and interventions, to glean best 
practices, and to inform the State on how to better support these initiatives and 
integrate them into California's system of oral health care for Medi-Cal insured 
children. 
 
The LDPP application offers funding not to exceed $148 million annually for 5 years.   
 
The application specified that applicants must be a county, a city and county, a 
consortium of counties, a Tribe or Indian Health Program, a University of California 
(UC) or California State University (CSU) campus.  
 
For Riverside and San Bernardino counties, who do not have a managed dental care 
program, the first assumption was that our Department of Public Health would apply 
for Domain 4 or the LDPP.  The leadership of both counties came together to discuss 
this possibility and both opted out of applying mainly due to the budgetary impact, the 
lack of staffing and internal capacity and the inability to mobilize quickly. 
 
Because of the tremendous support that First 5's across the State have provided to 
improve oral health care for young children, the First 5 Association went to the DHCS 
and advocated on our behalf, sharing language in our mandate that states First 5 
Commissions are eligible to apply for State funding on behalf of a county. We were 
then included as entities that could apply for this DTI Local Dental Pilot Project funding.   
 
As aligned with our Strategic Plan and our role as advocate, leader and convener, with 
the LDPP, F5SB is simply pursuing yet another source of revenue to serve our kids.  
The funding is from the DHCS and the Commission has no match or funding 
requirements to be eligible for this funding.  
 
San Bernardino County and Riverside County share the same two managed health 
care plans (plans that do not have a managed dental care component) and our two 
counties have experienced successful outcomes related to children’s oral health in the 
Inland Empire through the same dental health initiatives supported directly by First 5’s 
in both counties. Our two counties operate as a region for our Quality Rating 
Improvement System (QRIS) Technical Assistance collaborative (where children in 
early education settings will be targeted in the local pilot project) and the two counties 
share many of the same teaching and workforce supply institutions that support the 
objectives of the DTI.   
 
Additional points in the application are granted for collaboration and innovation that 
best utilizes, expands and enhances upon existing resources and as such is the basis 
for a regional application approach.  
 
Decisions as to participation in Domains 1 – 3 of the Dental Transformation Initiative 
(DTI) were made by the Department of Health Services alone, utilizing program data 
submitted by providers. Counties or other entities had no direct opportunity to apply 
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for work in these separate domains. The County of Riverside was chosen to participate 
in Domain 3.  The work of the Local Dental Pilot Project (Domain 4) aims to accomplish 
the objectives laid out in Domains 1 – 3. 
 
We will continue to convene and brainstorm with local stakeholders, including: 
 

 Departments of Public Health, (esp. related to WIC, CHDP and FQHC’s), 
 Health Plan providers, IEHP and Molina  
 Community Clinic Associations and Indian Health Leadership 
 Our CSU and UC systems in the Inland Empire 
 County Offices of Education from both counties  
 Our teaching universities that provide dental workforce including dentists, 

Dental Hygienists Dental Hygienists Alternative Practice and Dental 
Assistants 

 And other providers 
 
The two main focuses will be on: 
 

 The Virtual Dental Home model and  
 An innovative approach to the Caries Risk Assessment, preventative services 

and care coordination in community settings.  
 
F5SB, along with F5 Riverside is working to ensure our work is intentional and 
inclusive with the group and consists of determining the best strategy, interventions, 
activities, etc. to realize the most positive, impactful outcomes.   
 
Commissioner Weinstein advised staff to contact Tri-County Dental Association as an 
additional resource. This association covers San Bernardino, Riverside and the 
eastern most parts of Los Angeles County. 
 
Commissioner Gonzales advised that staff reach out to Western University Dental 
School and to ensure we partner with our “in-house” community organizations first. 
 
Audit Letter of Engagement 
A letter of engagement is presented to the Board of Commissioners from F5SB’s 
contracted auditors, Vavrinek, Trine, and Day, LLC, to announce the start of this year’s 
audit season and their responsibilities under the U.S. Generally Accepted Auditing 
Standards and Government Auditing Standards.  The results of our audit will be shared 
with the Commission on October 26 and the report is due to the State of California on 
November 1st. 

 

Consent 

A motion was made by Commissioner Ohikhuare and seconded by Commissioner 
Vargas to approve the Consent Item. Commissioners Gonzales and Weinstein 
abstained due to their absence at the July meeting. With Commissioners Hill and 
Iverson absent, abstentions noted from Commissioners Gonzales and Weinstein,  and 
without further comment or objection, motion carried by unanimous vote. 
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Item No.  CONSENT  

1 Approve minutes of July 6, 2016 Commission Meeting. 

2 

Approve Amendment A-1 to Contract IC024 with 521 East 11th St., LLC, a California 
limited liability company and 1250 Fairfax, LLC, a California limited liability company 
(collectively, the “Landlord”) and Children and Families Commission for San 
Bernardino County to update property management company contact information and 
include current lease terms for the contract term ending October 31, 2023. 
(Presenter: Cindy Faulkner, Operations Manager, 252-4253) 

 
Item No.  DISCUSSION 

3 

Authorize Executive Director to execute a one (1) year contract for Fiscal Year 2016-
2017 with Prevent Child Abuse California (PCA CA) in an amount not to exceed 
$74,740 as a funding match for four (4) AmeriCorps service member positions to 
provide school readiness services. 
(Presenter: Mary Jaquish, Supervisor, 252-4254) 
 
Discussion 
None 
 
Public Comment 
None 
 
A motion was made by Commissioner Gonzales and seconded by Commissioner 
Vargas to approve Item 2.  With Commissioners Hill and Iverson absent and without 
further comment or objection, motion carried by unanimous vote. 

4 

Authorize First 5 San Bernardino (F5SB) to participate jointly with First 5 Riverside in 
applying for the Dental Transformation Initiative – Local Dental Pilot Project funding 
opportunity to improve dental services in the Inland Empire region, strengthening the 
child health system for Fiscal Years 2016 – 2020.  
(Presenter: Mary Jaquish, Program Supervisor, 252-4254) 
 
This item has been pulled from the agenda and will be presented at the 
September 7 meeting. 

 
Public Comment Jessica Soto, Hesperia Unified School District 

 

Commissioner 
Roundtable 

Commissioner Weinstein stated his office has received an allotment of books from 
Reach Out and Read which he has since been distributing.  Commissioner 
Weinstein said the books are appreciated by the children and their parents and he 
is happy to be a part of this program.  

 
Adjournment Chair Haugan adjourned the meeting at 4:12 p.m. 
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Next meeting at 
First 5 San 
Bernardino 

SEPTEMBER 7, 2016 
3:30 p.m. 

 
 
Attest  

 
 

Linda Haugan, Chair 
 
         

Ann M. Calkins, Commission Clerk 
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AGENDA ITEM 2 
SEPTEMBER 7, 2016 

Subject Dental Transformation Initiative – Local Dental Pilot Project Funding Opportunity 

Recommendations Authorize First 5 San Bernardino (F5SB) to participate jointly with First 5 
Riverside (F5R) in submitting a proposal for the Dental Transformation Initiative – 
Local Dental Pilot Project for Fiscal Years 2016 – 2020, a funding opportunity to 
improve dental services in the Inland Empire region, strengthening the child 
health system. 
(Presenter: Karen E. Scott, Executive Director) 

Financial Impact To be determined, but if approved, F5R and F5SB will seek between $3 million 
and $4 million annually.  This is a “no cost” and no “match required” funding 
opportunity. 

Background 
Information 

Within the Medi-Cal 2020/Medicaid 1115 Waiver, is the Dental Transformation 
Initiative (DTI), released by the California Department of Health Services (DHCS).  
The DTI is embedded as a critical mechanism to improve dental health for Medi-
Cal children by focusing on high-value care, improved access, and utilization of 
performance measures to drive delivery system reform.  More specifically, this 
strategy aims to increase the use of preventive dental services for children, 
prevent and treat more early childhood caries, and increase continuity of care for 
children. Given the importance of oral health to the overall health of an individual, 
dental care is critical to achieving overall better health outcomes for Medi-Cal 
beneficiaries, particularly children. 
 
The DTI has a component included called the Local Dental Pilot Project (LDPP) 
which is comprised of 4 distinct domains.  The goals of the DHCS through the 
LDPP are: 1) increase dental prevention services; 2) caries risk assessment and 
disease management, and 3) continuity of care among Medi-Cal children through 
the implementation of innovative strategies. Under Domain #4, (with the same 
objectives as Domains 1 – 3), the LDPP calls for proposals that allow for local 
collaborations to test innovative strategies and interventions, to glean best 
practices, and to inform the State on how to better support these initiatives and 
integrate them into California's system of oral health care for Medi-Cal insured 
children.  The LDPP offers funding not to exceed $740 million over 4 years and 
funds up to15 entities only.   
 
The pilot proposed by First 5 Riverside and First 5 San Bernardino uses a 
regional tactic through an Inland Empire Local Dental Pilot Project (LDPP) and 
demonstrates a community-based approach. This approach will ensure children 
enrolled in Medi-Cal receive all the preventive services for which they need and 
are eligible, integrate caries risk assessment and risk-based care into the dental 
care delivery system for young children enrolled in Medi-Cal, and ensure Medi-
Cal-enrolled children maintain continuity of care.  
 
The LDPP will support bringing comprehensive care to children where they are 
across the Inland Empire—such as at school and preschool sites. The Project 
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includes the delivery of preventive dental services and care coordination at 
additional sites, such as the home (through home visitation programs), WIC sites, 
and other community locations. Because of the coordinated nature of the 
proposed activities, potentially, all children will get a dental home, assuring that 
they get the preventive care they need as well as continuity of care.  
 
The LDPP aims also to maximize the region’s workforce—including dental 
hygienists, WIC providers, educators, health providers, Community Health 
Workers and Promotores, as well as dentists—so as to incorporate oral health 
into all areas of health and social support systems and to ensure providers are 
working at the top of their expertise and experience, promoting an effective and 
efficient system of care to meet the linguistically and culturally diverse needs of 
the region’s families. These activities will be coordinated through a collaborative 
process.  
 
The LDPP will employ two interrelated strategies:  
 

 The first strategy is the Virtual Dental Home (VDH), which is a 
community‐based oral health delivery system in which our target 
population receives risk-based preventive and early intervention 
therapeutic services in community settings, such as schools, preschool 
sites, and clinics—including WIC clinics—where there is no dental care.  
 

 The second strategy is to bring additional young children into the 
community system of care at sites where Medi-Cal-enrolled children are, 
specifically, at home through home visitation models and at early learning 
sites. The activities of this strategy include caries risk assessment, 
preventive services, and care coordination in community settings.  

 
The LDPP is a critical opportunity to bring dental care to Medi-Cal eligible 
children in Riverside and San Bernardino counties, in which—according to a 2014 
State Audit of Medi-Cal’s dental program—more than 60 percent of Medi-Cal-
enrolled children are not receiving needed care.  
 
Through this pilot project, both counties will work together to build a coordinated 
system of oral health care that addresses families’ socio-economic, cultural, and 
other barriers to care, builds on and coordinates existing assets, and brings in 
services to fill gaps in care.  Development of the proposal has truly been in 
collaboration with oral health stakeholders.  Participating entities for the Inland 
Empire Local Dental Pilot Project are listed on the attached Executive Summary 
which also outlines the plan for convening and communicating positive outcomes 
to this project.  This collective impact model supports a systems approach to 
ensure more Medi-Cal enrolled children receive preventative services and oral 
health risk assessments that inform and increase continuity of care.  
 
The LDPP proposal is due to DHCS on September 30, 2016. Our region 
anticipates seeking an amount between $3 million and $4 million per year.  
 
First 5 Riverside will be the lead applicant/fiscal agent for the proposal and F5SB 
will serve as the co-applicant.  This is a “no cost” and no “match required” funding 
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opportunity. 
 
DTI proposals will receive notification in October 2016, with programs to begin in 
January 2017.   
 
As per our Strategic Plan, SPA 2:  Systems and Networks, F5SB is providing 
leadership in the development of this DTI-LDPP – a system that supports children 
prenatal through age 5 and results in sustainable and collective impact of health 
services for children. 
 
Pending Commission approval, F5SB, together with F5R, will submit a joint and 
regional proposal for the Dental Transformation Initiative – Local Dental Pilot 
Project funding opportunity for Fiscal Years 2016 – 2020. This effort will ensure 
needed resources are obtained and that the region is positioned to improve the 
child health system and children’s oral health outcomes through this partnership. 
 
Attachment A – LDPP “At-A-glance”  
Attachment B – Executive Summary 
Attachment C – DTI Application 
 

Review Sophie Akins, Commission Counsel  

 

 

 

 

 

 

 

 

Report on Action as taken 

Action:  

Moved:  Second:   

In Favor:        

Opposed:        

Abstained:        

Comments:  

  

Witnessed:  
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DENTAL TRANSFORMATION INITIATIVE
LOCAL DENTAL PILOT PROJECT

RIVERSIDE & SAN BERNARDINO COUNTIES

OUR CHILDREN:
         1.2 million children 0-18 live in the Inland Empire
                51.5% live at or below 200% of federal poverty level
                         23.7% of children 0-5 have never seen a dentist 

Families are using preventive dental services
More early childhood caries are prevented and treated
Continuity of care increases
Integrate oral health into primary care
 

Riverside & San Bernardino County Goals:
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ATTACHMENT A - LDPP "At-A-Glance"
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Executive Summary 

First 5 San Bernardino and First 5 Riverside, in collaboration with local oral health stakeholders, 
and systems participants, developed a regional pilot project proposal for submission to the 
California Department of Health Care Services to integrate innovative oral health strategies into 
education, social services, and primary care.  

The Local Dental Pilot Project (LDPP) proposed by First 5 Riverside and First 5 San Bernardino 
is a regional approach to an Inland Empire Local Dental Pilot Project (IE-LDPP) with the goal of 
combining resources in both counties to achieve greater impact for the Inland Empire 
community. We are proposing a community-based method demonstrating innovative strategies 
that ensure children enrolled in Medi-Cal receive preventive services, risk assessments and 
care based on to those assessments, and continuity of care. 

The project aim is to incorporate oral health into all areas of health and social support systems, 
building and expanding professional capacity for oral health providers, and promoting an 
effective and efficient system of care to meet the linguistically and culturally diverse needs of the 
region.  These activities will be coordinated through a formal collaborative process that will 
include rigorous data collection, monitoring, and evaluation. 
 
The pilot project will focus on two interrelated strategies: 
 

 The Virtual Dental Home (VDH) is a community‐based oral health delivery system that 
provides risk-based preventive and early intervention therapeutic services in community 
settings such as schools, preschool sites, and clinics – including WIC clinics – where 
there is no dental care. Specifically, in the VDH a Registered Dental Assistant in 
Alternative Practice (RDHAP), a Registered Dental Hygienist (RDH) or a Registered 
Dental Assistant in Extended Functions (RDAEF) collaborates with a dentist to provide 
care at a community site. The VDH employs a strong care coordination component that 
connects children with a community clinic for disease management services that are 
beyond the scope provided at community settings. 
 

 The Early Childhood Oral Health Assessment is a tool/application designed 
specifically for non-dental professionals such as home visitors, early learning and WIC 
providers that serve families with children to identify risk level for dental disease. The 
goal of this strategy is to standardize and simplify oral health risk assessment at 
community locations serving Medi-Cal-enrolled children.  Additional activities supporting 
this strategy include preventive services and care coordination to increase continuity of 
care. 
 

The Local Dental Pilot Project-Inland Empire (LDPP-IE) will provide risk-based preventive oral 
health care to approximately 12,000 Medi-Cal enrolled children in Riverside and San Bernardino 
counties and strategically collect the data to demonstrate positive outcomes.  
 
Over the four years of the project, the goal is to increase provision of risk-based preventive oral 
health care by more than 40% percent to the children in Riverside and San Bernardino counties.  
 

ATTACHMENT  B - Executive Summary
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The partners are committed to engaging in local and statewide conversations to share best 
practices and lessons learned from main activities of the IE-LDPP.   
 
Throughout the project, the Oral Health Action Coalition of the Inland Empire (OHAC-IE) will 
convene Dental Transformation Initiative stakeholders to facilitate extensive communication 
efforts among partners to ensure collaboration and a systems change approach focused on oral 
health outcomes.  These partners are committed to engaging in local and statewide 
conversations to share best practices and lessons learned from main activities of the pilot 
project.   
 
These participating entities will direct vital components of a four year pilot project for improving 
oral health in the Inland Empire –  San Bernardino County Department of Public Health  
 SACHS Health Systems –  Loma Linda University School of Dentistry  Community Clinic 
Association of San Bernardino County  Community Health Systems  Center for Oral Health  
 Western University School of Dentistry  San Bernardino and Riverside County Indian Health, 
Inc.  IEHP Managed Care  Molina Health Care   Tri County Dental Society,  University of 
the Pacific  Borrego Community Health Foundation  Clinicas De Salud Del Pueblo, Inc.  
 Vista Community Clinic,  Neighborhood Healthcare  North County Health Services  
 Riverside University Health System - Public Health  The Children’s Partnership  Inland 
Empire Children’s Health Initiative (IE- CHI) 
   

ATTACHMENT  B - Executive Summary
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Local Dental Pilot Project

Application



Application Due Date: September 30, 2016 
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General Instructions   

Thank you for your interest in applying to participate in the Local Dental Pilot Project (LDPP)  that is part  
of the State  of California’s  Medi-Cal 2020  section 1115  waiver.  In  order to apply, the  organization  that is  
submitting the application  must be one of the eligible entities as enumerated in  the special  terms and  
conditions (STCs) of the Medi-Cal 2020 section  1115 waiver,   will designate  a Lead Entity  of the LDPP, 
and  must  complete and sign  the entire application.  Prior to completing  this  application,  it is strongly  
suggested that applicants  carefully review the  STCs that govern the Medi-Cal 2020 section 1115 waiver,  
specifically the  Dental Transformation Initiative (DTI),  which  is  available  on the Department  of Health  
Care  Services (DHCS)  website at:  http://www.dhcs.ca.gov/provgovpart/Pages/DTI.aspx. Other types  of  
organizations  not   described  in the special terms and conditions  (STCs) may participate in the LDPP  as a  
participating entity, as long as the organization has gained the sponsorship  and  is working with  an  
approved applicant.    
 
•   Current Medi-Cal 2020 Special Terms and  Conditions (STCs) 

•   See STCs  104-109 and Attachment JJ  for information relevant  to the DTI. 
 
LDPP applicants  may sponsor a single pilot project or multiple different pilot projects  to test a variety  of 
innovations aimed  at  meeting the goals of this domain.   The goals  of Domain  4 are to increase dental 
prevention; caries risk  assessment and disease  management, and continuity of care among  Medi-Cal 
children  through innovative  pilot projects  implemented by  alternative programs, potentially using  
strategies focused on  urban  or rural areas, care models,  delivery systems, workforce,  integration of oral 
health into primary care, local case management initiatives and/or education.  Progress  toward reaching  
pilot project(s) goals and  objectives  will be  measured, tracked and reported by selected  LDPPs  with the 
potential for regional and/or statewide expansion  of pilot project(s) demonstrating a positive impact  on  
the oral health  of the targeted  Medi-Cal child  populations.  The specific  innovation that will be tested,  
strategies, target population(s),  budget,  payment  methodologies, and participating entities  shall be  
proposed by  the entity submitting  the application for participation.  DHCS shall approve only those  
applications that meet the requirements to further the goals of one or more of the three following  
dental domains  or other  measures closely tied  to the domains:  

 
1. Increase preventive services utilization for children; 
2. Increase  caries risk assessment and disease   management; and 
3. Increase continuity of care 

 
LDPPs are intended to  target Medi-Cal child  beneficiaries, ages twenty (20)  and under, in need  of dental  
services. LDPPs will identify the  oral health  needs of their  targeted  population and propose  innovations,  
interventions  and/or strategies  that  would be supported through the LDPP in their application.   
Applications  will be  expected to detail a pilot project’s specific goals, anticipated outcomes, data that  
will be used to  measure whether  the project is having the intended impact, and the frequency  of  
performance metric measurements.   The goals,  outcomes and performance  metrics for analyzing the  
success  of  the pilot project  should be consistent  with and build upon the performance  metrics  of the  DTI  
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Domains 1, 2 and 3 and should not be wholly redundant of the approaches taken in the aforementioned 
domains. LDPPs should consider the potential for statewide expansion, although some pilot projects 
may affect rural areas or only children in tribal communities. 

Please complete the LDPP application and return it to DTI@DHCS.CA.GOV no later than 5:00 pm PT on 
September 30, 2016. Incomplete applications will not be considered. DHCS reserves the right to 
suspend or terminate an LDPP at any time if the enumerated goals are not met, corrective action has 
been imposed and not addressed, and/or poor performance continues despite corrective action. 

In order for this application to be considered complete for purposes of submission, all components of 
the application must be completed, the application must be signed, and two attachments must be 
included:  

1. (Required)  Letters of Participation  Agreements  and/or Support  for all participating  entities.  
2. (Required)  A funding diagram illustrating  how the requested funds  would flow  from DHCS  to the

Lead  Entity and  how the funds would be distributed among participating entities.  
3. (Optional)  A  description of any  requested  requirement exceptions.   For example: If a Lead Entity 

cannot reach agreement  with a required participating entity.  
 

Applications  will be reviewed and selected  based on  the  criteria and  process outlined  in  Appendix  A.   
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The application review process and timing is as follows: 

Deliverable/Activity Date 

1. DHCS releases draft LDPP program Request for Applications (RFA)
for public comment

May 13, 2016 

2. DHCS conducts webinar to review LDPP application and respond to
questions from potential applicants/interested entities

May 18, 2016 

3. Public comments on LDPP application due to DHCS May 20, 2016 

4. DHCS releases final Revised LDPP RFA and selection criteria
(Appendix A)

June 1, 2016 

5. LDPP applications due to DHCS September 30, 2016 

6. DHCS completes application review and sends written
questions/concerns to applicants

October 31, 2016 

7. LDPP responds to DHCS questions/concerns November 16, 2016 

8. DHCS makes final decisions on approved LDPP applications December 6, 2016 

9. DHCS notifies CMS of final decisions on approved LDPP applications December 6, 2016 

10. DHCS notifies applicants of LDPP selection final decisions December 6, 2016 

11. Lead LDPP entity provides formal acceptance to DHCS January 15, 2017 

12. LDPP programs commence February 15, 2017 

Section 1: LDPP Lead Entity and Participating Entity Information 

The purpose of this section is to provide information  about  the  LDPP  application and  the  designation of  
the  Lead Entity and  the other entities  that will be participating  in the  LDPP.  
 
Applicant Description  
DHCS will accept applications for LDPPs from a county, a city and county, a consortium  of counties  
serving a region  consisting  of more than  one (1) county, a Tribe, an Indian Health  Program,  a University  
of California (UC)  or California State  University (CSU)  campus.    

Lead Entity  Description  
The LDPP  Lead  Entity, which must be  a county/county  entity1, a city and  county, a  consortium of 
counties serving a region consisting of  more than  one (1)  county, a Tribe, an Indian Health  Program, a 
University  of California (UC) or California State University (CSU) campus.  Each LDPP application must  

                                                           
1  DHCS is discussing with the federal Centers for Medicare and Medicaid Services regarding the use of a “county 
entity” as a Lead Entity for LDPPs. Updates on the outcome  of the discussions  will be posted in subsequent LDPP  
application FAQs.   
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designate the Lead Entity  that will be responsible for coordinating the  LDPP and  be the single point of  
contact for DHCS and the  Centers for Medicare and  Medicaid  Services  (CMS).  (STC 109.a)   

Participating Entity Description  
In addition to designating a Lead  Entity, the  LDPP  application must  identify  other entities  that will 
participate  in the  LDPP. Participating entities  should represent a diverse set of  key local  community  
partners, educational entities,  Medi-Cal providers, and stakeholders demonstrating community support  
and collaboration including Tribes and Indian health programs, with incentives related to goals and  
metrics of the overall proposal.   
 
1.1  LDPP  Lead Entity  and Contact Person  (STC 109.a)  
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                               County  Entity1        

                                  

       

               

  

  

  

  

 

 

 

 

 

 

Type of Entity County City and County 

Tribe Indian Health Program 

UC or CSU campus 

Consortium of counties serving a region consisting of more than one county 

Contact Person 

Title 

Telephone 

Email Address 

Mailing Address 

Organization Name   
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1.2  Participating Entities   
Identify  the participating  providers,  entities  and relevant stakeholders  in the  LDPP  and clearly  describe  
who they  are,  and explain their  role in the  LDPP.   LDPP  applicants may sponsor a single  pilot  project or 
multiple different pilot projects  to test a  variety  of innovations aimed at meeting  the goals of this  
domain.   Please  add additional rows as needed to the chart below.   

Organization Name and 
Address 

Description of 
Organization 

Contact Name, Title, 
Telephone and Email 

Role in LDPP 

1. 

2. 

3. 

4. 

5. 

6. 
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1.3 Letters  of Participation/Support   
As  part of the application submission, attach  letters  of participation/support from participating 
providers,  entities  and other relevant stakeholders indicating their agreement to  participate in and/or  
support the LDPP.  Letters of  participation/support  should be on  official letterhead and should clearly  
state its role with and/or support of the LDPP.  (Attachment JJ.299.b.x)   
 
1.4 Collaboration  Plan  
Describe a collaboration plan that includes participating entities  and details how  decisions  will be made.  
Include information on how communication among the Lead Entity and the participating entities will 
occur, how silos will be  minimized,  and how issues  will be resolved.  (AttachmentJJ.299.b.ii)  
 

Section 2:  General Information  and  Target Population  

The purpose  of this section is  to provide  general information  about  the LDPP,  the needs  for the project  
and the  target population.     

LDPP  Target  Population Description  
LDPP pilot  projects must  identify at-risk  Medi-Cal children, up to age  20, who  reside in the designated  
geographic area/region where  the  LDPP will operate  and assess  their unmet need  to  test innovations to  
increase  prevention;  caries risk assessment and disease management, and continuity of care.   Pilot  
projects  may focus on one  or more  target populations.  Proposed interventions  should not be  wholly  
redundant  of the  DTI domains  or duplicative of existing  Medi-Cal services.   
 
2.1 Target Population  
The target population shall  be identified  through a needs assessment that was conducted to identify the  
target population(s),  and  include  an estimated number of  Medi-Cal beneficiaries  to be served. The Lead  
Entity  shall describe the needs assessment  that  was conducted and  the data used.  If the LDPP plans to  
have any  enrollment caps for part or all of the pilot  project(s), please provide information on  the  
rationale for and level of the proposed  cap for the target population(s).  (AttachmentJJ.299.b.iii)  

Section 3: Services, Interventions, Care Coordination and Data Sharing  

The purpose of this section is to  provide information  about  the  pilot project(s) that will be  implemented  
and tested under the  LDPP.  These  unique  innovations,  interventions,  and/or  strategies  may focus on 
urban or rural areas, care models,  delivery systems, workforce,  integration of oral health into  
primary care,  local case  management initiatives,  education or other concepts  that will be   tested  
and evaluated for success.   Applicants will describe  how care  may  be coordinated and  how  data  will be  
analyzed,  shared  and utilized  by  the participating entities.    For purposes  of reimbursement to  
participating providers, pilot projects cannot include  payment for  Medi-Cal covered  services  or  
expenditures  that are directly reimbursed by  the Medi-Cal Denti-Cal program  for the target population  
in the geographic area(s)  where the  pilot project(s)  is being implemented.   
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3.1  Services  and Care Coordination  
Describe the  pilot project(s)  that will operate  under the  LDPP.  Describe the  Medi-Cal  Denti-Cal provider 
network that will deliver dental  services.  If applicable, describe how care coordination will be  
implemented including what each  entity will be responsible for,  and  how the care coordination will be  
seamless  to the beneficiary, taking into consideration  other care coordination efforts by  other  pilot  
projects  and/or   other entities and  how duplication of  effort will be avoided.   Examples of care  
coordination  may include addressing appointment  compliance barriers; coordination  of oral health  
services across  multiple providers, provider types, specialties, health  care settings, health care  
organizations,  and payment systems; motivational interviewing; and/or education to improve  oral 
health literacy.  For  purposes of the LDPP,  care  coordination can be reimbursed  using the funding 
awarded.   If applicable, explain how pilot  projects will  work together to  meet the goals envisioned  under  
the DTI.   (Attachment JJ.299.b.iv)   
 
3.2  Innovations,  Interventions,  and Strategies  
Describe the  specific  pilot project  innovations,  interventions and/or  strategies  that will be  implemented  
and  tested under the  LDPP  for the targeted population(s), including a  quality improvement  plan.  
Applications  are  expected to detail a  pilot project’s specific goals, anticipated  outcomes, data that will  
be used to  measure  whether the project is having the  intended impact, and  the frequency  of  
performance metric measurements.   The goals,  outcomes and performance  metrics for analyzing the  
success  of  the pilot project  should be consistent  with and build upon the performance  metrics  of the  
three (3)  DTI domains and  should not be  wholly redundant  of  the approaches  taken in these domains.   
Applications should describe how  the  quality  improvement plan will be incorporated to  adjust,  modify  
and learn from  the  pilot  project activities  implemented  under  the LDPP.  (Attachment JJ.299.b.vi and  
b.viii) 
 
3.3 Accountability  
Describe how pilot projects will be  monitored and the  frequency  of monitoring.   Describe the quality  
improvement plan, how it  will be used to adjust and  modify  pilot project activities and the frequency  of  
quality improvement activities.   Describe how the LDPP Lead Entity  will assure  compliance with  its  
agreement with DHCS  that  specifies the requirements of  the  LDPP  with STC109 and Attachment JJ of the  
Medi-Cal 2020 Waiver Special Terms and Conditions.   Describe how the Lead  Entity and participating 
entities will be accountable for ensuring that  the  targeted population  receives timely, medically  
necessary care.  (Attachment JJ.299.b.v)  
 
3.4  Data  Sharing  
Describe how data sharing  will occur between the  LDPP and  participating entities, including what data 
will be shared with  whom  and how  data sharing will evolve  over the life of the  pilot.  Indicate anticipated  
challenges and strategies the  LDPP  will employ to  manage the  challenges. (Attachment JJ.299.b.vii)  

Revised July 28, 2016 
8 | P a g e

ATTACHMENT C

23



 
  

  
 

 
 

Section 4: Progress Reports and Ongoing Monitoring  

The purpose of this section is to provide information  on the progress reports the  LDPP will use for  
ongoing monitoring of the participating  entities  performance.   

Progress Reports  Description  
The LDPP  shall submit quarterly  and annual reports as  agreed upon by  DHCS and  CMS upon  approval of 
the LDPP. Continuation  of the LDPP  may be contingent on timely submission of all required reports.   
 
4.1 LDPP Monitoring  
Describe the Lead Entity’s  plan to conduct  ongoing monitoring of the  pilot projects  and  to make  
subsequent adjustments if  poor performance or other  issues are identified.  This should include a  
process to provide technical assistance, impose corrective action and termination from the LDPP if poor 
performance is identified  or  continues.  (AttachmentJJ.299.b.ix)  
 
4.2  Data  Analysis and Reporting  
Describe the plan for ongoing data collection, analyses, and reporting  of the LDPP innovations,  
interventions  and/or  strategies.  Identify data  that will be used  to  measure whether the project is having  
the intended impact, the source  of  the data, and the frequency  of  specific  performance metric  
measurements and reporting.  Describe how the data  will be analyzed.   

Section 5:  Financing   

Funding and Budget Description  
Financing for  up to 15  LDPPs is  contingent upon  the structure and design of approved  applications  and is  
limited to a  maximum of twenty-five (25) percent of the annual funding limits  –  up to  $185 million in  
total funds over  the duration  of the LDPP.   The Department intends  to begin this effort in a  variety of  
select locations and subject to the demonstrated  success  of  pilot project(s) and  the availability  of 
funding under the initiative, may seek to implement  on a regional and/or statewide basis any pilot  
project(s) determined  to be successful.  The incentive funding available for preventive services, caries  
risk assessment and disease management, and  continuity  of care provided  within this  domain will not  
exceed the amount apportioned from the DTI pool for  Domains  1,  2, and  3 for the applicable  
Demonstration  Year.   Incentive funding is payable  only to enrolled  Medi-Cal  dental service locations.  

5.1 Financing Structure  
Describe the financing structure  of the LDPP, including a description  of how and  to  whom payments  will 
be distributed.   (Attachment  JJ.299.b.xi)  
 
5.2  Funding Request  
Specify  the total  requested annual dollar amount for each of  the  Demonstration Years. Include the  
amounts for each element of funding that is proposed, including personnel  costs, fringe benefits,  
operating  expenses, equipment expenses,  subcontractor  expenses, travel expenses, other and  indirect  
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costs. The funding request  shall  exclude covered services reimbursable by  Medi-Cal Dental or other 
federal funding resources.  The requested funding cannot supplant  existing efforts  that are currently  
being funded with  Medi-Cal funds or locally funded projects for  other sources.  (AttachmentJJ.299.b.xi)  
 
5.3 Budget  
Provide  the total annual requested budget amount and  link  it  to expected value(s)  or  impact(s) that will  
be achieved each  demonstration  year (e.g., the performance of specific activities, interventions,  
supports and services, and/or outcomes)  of the LDPP.  (Attachment  JJ.299.b.xii)   

Section 6: Attestations and Certification  

6.1 Attestation  I certify  that, as the representative of the LDPP  Lead Entity,  the Lead  Entity  agrees  to the 
following conditions:  
 

  The LDPP  Lead  Entity  will  assure appropriate  participation  in regular Learning  Collaboratives to  
share best practices among participating  entities, in accordance with STC  109.  

  The LDPP  Lead  Entity  will enter into an  agreement with DHCS  that  specifies the  requirements of  
the  LDPP  with STC109  and Attachment JJ of the Medi-Cal 2020 Waiver Special Terms and  
Conditions.   The agreement with  DHCS  will include  a data sharing agreement. See Exhibit A  
“HIPAA Business Associate  Addendum (BAA)”  of this Application.   The  provisions in the DHCS  
boilerplate BAA apply only  to BAA-covered information that is shared by  DHCS  with  the LDPP  
specifically for the purpose of LDPP  operations and evaluation. DHCS does not anticipate  that  
BAA-covered information  will be shared for the purpose  of  LDPP  operations or evaluation.  DHCS  
anticipates  limited, or no, BAA-covered information sharing from  the LDPP  to DHCS.  However,  
DHCS will include a BAA in  the  event  that data needs to be  shared. The BAA  will apply to the  
transfer of BAA-covered information should the need  arise.  

  The LDPP  Lead Entity  shall submit  quarterly  and annual reports in a  manner specified by  DHCS  
and CMS. Continuation of the  LDPP  may  be contingent on timely submission of the  quarterly  
and annual reports.  

  The LDPP  Lead Entity  will report and submit timely and complete data to DHCS in a format  
specified by the State  and as  defined in  the LDPP’s individual agreement with  the State. 
Incomplete and/or  untimely data submissions  may lead to a financial penalty after multiple  
occurrences and  technical assistance is provided by the State.   

  The LDPP  Lead  Entity will assure  participation in program  evaluation activities and will agree to  
provide data to  measure  the success  of key activities of the  work plan throughout the duration  
of the project.  
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I hereby certify that all information provided in this application is true and accurate to the best of my 
knowledge, and that this application has been completed based on a thorough understanding of 
program participation requirements as specified in the Medi-Cal 2020 Waiver Special Terms and 
Conditions and Attachment JJ of said waiver. 

Signature of LDPP Lead Entity Representative Date 
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Appendix  A:  Application Selection Criteria
  
 
The Local Dental Pilot  Project  (LDPP) pilot application  evaluation is a competitive  process that will result  
in the selection  of qualified  LDPP  pilots based on  the quality and scope  of their application. The  
application score will be factored into determining the funding amount for each  LDPP  pilot. The 
Department of Health  Care Services (DHCS)  will conduct the evaluation process in two phases: (1) 
Quality and Scope of Application and (2) Funding Decision.  LDPP  pilot applications that do not meet the 
basic requirements of the Special Terms and Conditions (STCs) and DHCS application guidance  will be  
disqualified.   
 
Overview   
1) Quality and Scope of  Application.   LDPP  pilot applications  will be assigned a numerical score  of up  to 
105 points based  on  the quality and scope of the application.  Applications  must achieve a minimum 
score of 77  points to  be  considered for  participation  in the  LDPP  pilot.  Applications that achieve the 
minimum score and  that  include priority program elements will receive bonus points that  may increase 
their possibility  of participation. Applications  must receive a pass score  on all pass/fail criteria to be 
eligible to participate.  
 
2) Funding Decision.  The funding amount for  each  LDPP  pilot will be determined  based upon a 
combination  of  the funding request  score and supporting financing information provided; comparisons 
to similarly-sized pilots based on specified  county demographic and program design elements; and a 
final assessment of available funding relative to applications received.  
 
Section 1: Quality and Scope of Application   
 
A. Numerical Scores  
 
Scoring criteria will help  DHCS assess  whether applications  meet  the  LDPP  pilot  goals and requirements  
outlined  in Medi-Cal 2020  Demonstration’s STCs.   
 
Each application will be assigned a numerical score based on a possible total of 105 points. Applicants  
must achieve a  minimum  score of  77 points  to be considered  to participate in  the  LDPP  pilot.  DHCS will 
use a reviewing panel to  score applications and  will assign an  average total score  to  each application.    
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Highest Possible Score by Application Section 

Section Score 

Section 1: LDPP Lead Entity and Participating Entity Information 10 points 

Section 2: General Information and Target Population 20 points 

Section 3: Services, Interventions, Care Coordination, and Data Sharing 35 points 

Section 4: Progress Reports and Ongoing Monitoring 30 points 

Section 5: Financing 10 points 

Section 6: Attestations and Certification Pass/Fail 

Total Possible Points 105 

B. Scoring Criteria   
Each application section  will be scored based on the  criteria specified below:  
 
Section 1:  LDPP  Lead Entity and Participating Entity  Information - 10  points   
•1.1  Lead Entity Information:  Pass/Fail  
o Pass  = Organization submitting the application  meets lead entity requirements,  and all required 

information is provided.  
o Fail  = Lead entity does not  meet lead entity requirements, and/or not  all information is provided  as 

required. The lead entity  will be contacted and informed that  they do not qualify  as a lead  entity.  
 
• 1.2  Participating Entities: 5 points  
o Meets participating entity requirements as outlined in  STC  109. 
o Information is complete.  
o Explanation  of role in  LDPP  pilot is clear.  
o Has a diverse  set  of participating entities  and key partners/stakeholders  that are  appropriate given 

the targeted population(s)  and proposed strategies.  
o Fail  = LDPP  pilot does not  meet the participating entity requirements  or participating entities are not 

appropriate given  the target population(s)  and strategies.  
 
• 1.3 Letters of  Participation/Support   : Pass/Fail  
o Pass  = All letters provided.  
o Fail  = Not  all letters provided.  
 
• 1.4  Collaboration  Plan: 5  points  
o Describes a clear and  comprehensive plan for collaboration, integration and communication 

between  participating  entities.  
o Describes  mechanisms planned to  minimize silos.  
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o Provides  clear plan to communicate state pilot requirements from the lead  entity to participating 
entities.  

o Ability to provide learnings  for potential future local efforts beyond the term  of this demonstration.  
o Describes   how the pilot infrastructure and interventions may be  sustained in absence  of federal and 

state  funding following the end of the pilot.  
o Provides for a structure and process for decision  making. 
o Outlines a clear plan  to convene  regular meetings amongst the lead entity and participating 

providers/entities/relevant stakeholders.  
o Identifies a main point  of contact to support and coordinate with participating entities 
 
Section 2: General  Information and Target Population  - 20  points   
• 2.1  Target Population: 20 points  
o Demonstrates community  need for  LDPP  pilot.  
o LDPP  pilot design is  comprehensive, cohesive,  and well-designed to achieve goals.  
o Demonstrates how the LDPP  pilot will address  community and target population  needs.  
o Scope is ambitious but realistic/achievable.  
o Meets requirements  outlined in STCs 106  - 108.  
o Extent of scope and number of people in  LDPP  target population(s) and target population cap(s), if

applicable.  
o Target population(s) is/are  appropriate given participating entities and strategies.  
o Quality  of methodology used to define  target population(s).  
o Provides a plan for beneficiary identification and outreach.  
 
Section 3: Services, Interventions,  Care Coordination and Data Sharing  - 35 points   
• 3.1  Services  and Care Coordination: 10  points  
o Provides a clear description of how  care  coordination will be implemented including what each 

participating entity  will be  responsible for, how community linkages with participating entities will
occur and how such coordination will further the goals of the  LDPP pilot project(s). 

o Leverages and connects existing community infrastructure with the LDPP pilot project(s).  
o Builds new infrastructure between lead and participating entities.  

 
• 3.2 Innovations, Interventions,  and Strategies:  10 points 
o Meets requirements as outlined in the DTI STCs.  
o Demonstrates appropriateness of services and interventions for  target population(s).  
o Describes  a comprehensive approach  of services, interventions, and strategies.  
o Likelihood  that interventions will be achievable and successful in improving  dental  health outcomes 

for target population(s).  
o Alignment with  other  concurrent initiatives being implemented in the region (e.g., does the

applicant articulate a vision of how pieces fit  together).  
o Describes  infrastructure  needed  to implement  the  planned  interventions taking into consideration 

what is feasible given  timelines for implementation and ability to achieve planned goal(s)  of the 
LDPP.   

o Tests new  innovations,  interventions and strategies for the target population(s)  and is not 
redundant of approaches taken in the three  DTI domains. 
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• 3.3 Accountability:  10 points 
o Describes project  monitoring plan  and  frequency of  monitoring. 
o Clearly presents quality improvement plan and how project activities  will be adjusted and  modified 

to meet project goals. 
o Details  methods to  ensure  compliance with  agreement  with DHCS  and requirements of STC  109 and 

Attachment JJ. 
o Creates systems  of accountability to assure targeted population receives timely,  medically necessary 

care.  
 
• 3.4  Data Sharing:  5  points  
o Creates sustainable infrastructure to support data sharing between entities and identifies  existing 

resources for data sharing  and existing gaps.  
o Increases  care  coordination across lead and participating entities.  
o Clearly presents data sharing processes  and expectations  for what data is to be shared and means 

for protecting the data.   
o Reasonableness and quality of timeline and implementation plan  to develop necessary 

infrastructure.  
o Quality  of data governance structure and approach.  

 
Section 4: Progress Reports and Ongoing  Monitoring  - 30 points       
• 4.1  LDPP Monitoring: 15  points                      
o Identifies performance measures for each type  of participating entity and the  LDPP  pilot itself, 

including short-term process measures and ongoing outcome  measures; grouped by Demonstration 
Year, including an annual target benchmark.   

o Demonstrates comprehensive plan for collecting, tracking, and documenting  metrics.  
o Quality  of plan to  conduct  ongoing monitoring and  make adjustments as needed.  
o Comprehensive plan for providing technical assistance, imposing corrective action, and terminating 

if poor performance is identified and continues.  
 

• 4.2 Data Analysis and Reporting:  15  points  
o Describes  a clear and high-quality plan for ongoing data collection, reporting, and analysis  of

interventions and  strategies.  
o Describes  a clear plan for using analysis for sustainability planning.  
 
Section 5: Financing  - 10 points (7 point  minimum required score)   
o Demonstrates reasonableness  of the amount  of  the funding request in relation  to proposed  LDPP 

pilot activities  
o Provides detail of the  total funding  amount requested, by Demonstration Years  for each deliverable 

requested, including baseline data collection, infrastructure, interventions, and  outcomes.  
o Describes  a comprehensive  approach  how  to flow funds, how reimbursement will take place and 

oversight  and monitoring of  payment.  
o Provides  reasonable  methodology for establishing the  budget request.  
o Clear description  or diagram explaining how the payment process  will function.  
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o Alignment  with/leverage  of other funding sources. 
 
Section 6: Attestations and Certification-Pass/Fail   
• Pass =  Applicant checks box and provides signature.  
• Fail = Applicant does not  check box and/or does not include a signature. Applicant may not 

participate in a  LDPP  pilot  unless Section  6 receives a  score of “Pass.”  
 

Bonus Points: Awarded to Applications That Include Priority Elements  
LDPP  pilot applications  may qualify  to  receive bonus points if they include certain priority program  
elements in their  LDPP  pilot. Applicants  must achieve  a minimum numerical score of 77 points (NOT  
including bonus points) in  order  to participate in the  LDPP  pilot. These LDPP  pilots may  then qualify for 
bonus points.   

 
Priority Elements That Receive Bonus  Points:    
• Collaboration:  At least one participating Tribe, Indian Health Program,  UC  or CSU campus  in the 

geographic areas  where  the pilot operates (maximum of 5 points).  
• Community partners: More than two participating  key  community partners in the geographic areas 

where the pilot operates  (maximum of  5 points).  
• Interventions: Innovative interventions (maximum of 5 points)  

o Creative interventions, such as creative workforce strategies  (e.g., effective use of community 
health workers); appropriately  targeting digital health tools  or other health information 
technology  solutions; and  engaging extensively with community partners.  

o Creative financing/use  of innovative  incentive payment models that  will help inform the use of 
value-based purchasing in  the future.  

 
Section 2: Funding Decision   
 
A. Funding Allocation Will Be Determined Based on  Three Factors  

 
Funding will be determined based on the funding request and application financing responses,  
comparisons to similarly-sized pilots, and  an assessment of available funds relative  to  applications  
received.   
 
Funding Decision Criteria   
 
1) Funding request and quality of financing application responses.  

The funding request  and the financing application responses  will be assessed and  scored according 
to  the Application Section  5 “Financing” scoring criteria listed above, including the annual budget 
amount requested for  each individual item for  which funding is requested, including baseline data
collection, infrastructure, interventions, and outcomes. DHCS will determine the  appropriateness  of
the funding request given  the scope and ambitiousness of  the pilot, how well the  applicant 
demonstrates the soundness of their approach,  the clarity  of the governance structure, presence of 
oversight  mechanisms  and  internal controls to ensure  payment and accountability related to 
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participating entities,  the needs  of the target population, the complexity  of the interventions, and  
ensure that payments are  not duplicative  of payments for existing  services.   

 
2) Comparisons to similarly-sized pilots.  

Funding requests from  similarly-sized  LDPP  applications will be compared based  on pilot scope, 
design, and funding requested.  

 
3) Assessment of Available Funding.  

DHCS will assess the availability of funds relative to the applications received. If assigned funding 
amounts exceed the  maximum available, either funding amounts for approved  pilots  will be reduced 
to meet the  funding limitations  or some pilots  will not  be approved.  
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Exhibit A  
HIPAA Business Associate Addendum  

 

 

I. Recitals 

 

A. This Contract (Agreement) has been determined to constitute a business associate relationship 
under the  Health Insurance  Portability  and Accountability  Act of  1996,  Public  Law  104-191
(“HIPAA”), the Health Information Technology for Economic and Clinical Health  Act,  Public  Law 
111-005 ('the HITECH Act"), 42 U.S.C. section  17921 et seq., and  their implementing privacy and 
security regulations at 45 CFR Parts 160 and 164 (“the  HIPAA regulations”). 

 

B. The  Department  of Health Care Services  (“DHCS”)  wishes  to  disclose  to  Business Associate 
certain information pursuant to the terms  of  this Agreement, some of which may constitute 
Protected Health  Information (“PHI”), including protected health information in electronic 
media (“ePHI”), under federal law, and personal information ("PI") under state law. 

   

C.  As set forth in  this Agreement, Contractor, here and after, is  the Business Associate  of DHCS 
acting on  DHCS' behalf  and provides  services, arranges, performs or assists in  the performance 
of functions  or activities  on behalf of DHCS and creates, receives,  maintains, transmits, uses or 
discloses PHI and PI.  DHCS and Business Associate are each a party to this Agreement and are 
collectively referred to as the "parties.” 

 

D. The purpose  of this Addendum is to protect the privacy and security  of the PHI  and PI that  may 
be created, received,  maintained, transmitted, used or disclosed pursuant to  this Agreement, 
and to comply  with certain standards and requirements of HIPAA, the HITECH Act  and the HIPAA 
regulations, including, but  not limited to, the requirement  that DHCS  must  enter into a contract 
containing specific requirements  with Contractor prior to the disclosure  of PHI to Contractor, as 
set  forth  in 45  CFR Parts 160  and 164 and  the  HITECH Act,  and the  Final O mnibus  Rule as well as 
the Alcohol and Drug Abuse patient records confidentiality law  42  CFR Part 2, and any other 
applicable state or federal law  or regulation. 42 CFR section 2.1(b)(2)(B) allows for the disclosure 
of such records to qualified personnel for the purpose of conducting  management  or financial 
audits,  or program  evaluation.  42 CFR  Section  2.53(d)  provides that patient  identifying 
information disclosed under this section may be disclosed  only back to the program from which 
it was obtained and used  only  to carry out an audit  or evaluation purpose  or to investigate  or 
prosecute criminal or other activities, as authorized by an appropriate  court order. 
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E. The terms used in this Addendum, but not  otherwise  defined, shall have  the  same  meanings  as 
those terms have in the HIPAA regulations.  Any reference  to statutory or regulatory language 
shall be to such language  as in effect  or as amended. 

 

II. Definitions 
 
A. Breach shall have the meaning given  to such  term  under HIPAA,  the HITECH  Act, the HIPAA 

regulations,  and the Final  Omnibus Rule. 
 
B. Business Associate shall have the  meaning given  to such term under HIPAA, the  HITECH Act,  the 

HIPAA regulations, and the  final Omnibus Rule. 
 
C. Covered Entity shall have the meaning given to such term under HIPAA, the HITECH Act, the 

HIPAA regulations, and Final Omnibus  Rule. 
 
D. Electronic Health Record shall have  the  meaning given to such term in the  HITECH Act, including, 

but not limited to,  42  U.S.C Section 17921 and implementing regulations. 
 
E. Electronic  Protected Health Information (ePHI) means individually identifiable health 

information transmitted by electronic media or maintained in electronic  media, including but 
not limited to electronic  media as set forth under  45  CFR section  160.103. 

 
F. Individually Identifiable Health Information  means  health information, including demographic 

information collected from an individual, that is created  or received by a health care provider, 
health plan, employer  or  health care clearinghouse, and relates  to the past, present  or future 
physical or mental health  or  condition  of  an  individual, t he  provision  of health  care  to  an 
individual, or the past, present, or future payment for the provision  of health care to an 
individual, that identifies  the individual or where there is a reasonable basis to believe the 
information  can be used to identify  the individual,  as set forth under  45 CFR section 160.103. 

 
G. Privacy Rule  shall mean the HIPAA Regulation  that is found at  45  CFR  Parts  160 and 164. 
 
H. Personal Information shall have the  meaning given to such term in California Civil Code section 

1798.29. 
 
I. Protected Health Information  means individually identifiable health information that is 

transmitted  by electronic  media, maintained  in  electronic media, or is transmitted or 
maintained in any  other form  or medium, as  set forth  under 45 CFR section 160.103. 

 
J. Required by law, as set forth under 45 CFR section 164.103, means a mandate  contained in law 

that compels  an entity to  make a use  or disclosure of PHI that is enforceable in a court  of law.  
This includes, but is not limited  to, court  orders  and court-ordered  warrants, subpoenas or 
summons issued by a court, grand jury, a governmental or tribal inspector general, or an 
administrative body authorized  to require  the  production  of information, and  a civil or an 
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authorized investigative demand.  It also includes  Medicare conditions  of participation  with  
respect to health care providers participating in the  program, and statutes  or regulations that  
require the production of information, including statutes or regulations that require such  
information if payment is sought under a government program providing public  benefits.  

 
K. Secretary  means  the Secretary  of the U.S. Department of Health and Human Services  ("HHS")  or 

the Secretary's designee. 
 
L. Security Incident  means the attempted  or successful unauthorized access, use, disclosure, 

modification,  or d estruction  of PHI or PI, or confidential data that is essential to the ongoing 
operation of the Business  Associate’s  organization and intended for internal use; or interference 
with system  operations in  an information system. 

 
M. Security  Rule shall mean the HIPAA regulation  that is found at  45  CFR Parts 160 and  164. 
 
N. Unsecured  PHI shall have the  meaning given  to such term under the HITECH Act,  42 U.S.C. 

section 17932(h), any guidance issued pursuant to such Act, and  the HIPAA regulations. 
 

III. Terms of Agreement 
 
A. Permitted Uses and Disclosures of PHI by  Business Associate 

 

Permitted Uses and  Disclosures.   Except as  otherwise indicated in  this Addendum, Business  
Associate  may use or disclose  PHI only to perform functions, activities  or services specified in  
this Agreement, for, or on  behalf  of  DHCS, provided that such use  or disclosure would not  
violate  the HIPAA regulations, if done by  DHCS. Any  such use  or disclosure  must, to  the  extent  
practicable, be limited to  the limited  data set, as defined in 45 CFR section 164.514(e)(2), or, if 
needed, to the  minimum necessary to accomplish the intended purpose  of such use  or  
disclosure, in compliance with the HITECH Act and any guidance issued pursuant to such Act, the  
HIPAA regulations, the Final Omnibus Rule and 42 CFR  Part  2.  

 

1. Specific Use and Disclosure Provisions.   Except  as otherwise  indicated  in this Addendum, 
Business Associate may: 

 

a. Use and disclose for  management and administration.   Use and disclose  PHI for the 
proper management and administration of the Business Associate provided that such 
disclosures are required by law,  or the  Business Associate  obtains reasonable  assurances 
from the person  to  whom the information is disclosed that it  will remain confidential 
and will be used  or further disclosed  only as required by law  or for the purpose for 
which it was disclosed to  the person, and the person notifies  the Business Associate  of 
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any instances  of which it is aware that  the confidentiality of the information has been  
breached.  

 

b. Provision of  Data Aggregation  Services.   Use PHI to provide data aggregation  services 
to  DHCS.   Data aggregation means the combining  of PHI created or received  by the 
Business Associate  on behalf of DHCS  with  PHI received by  the Business Associate in its 
capacity as the Business Associate  of another  covered entity,  to permit data analyses 
that relate to  the health care operations  of DHCS. 

 

B. Prohibited Uses and Disclosures 

 

1. Business Associate shall not disclose  PHI about an individual to a health plan for payment  or 
health care operations purposes if the  PHI pertains solely to a health care item  or service for 
which the health care provider involved has been paid out of pocket in full and the 
individual requests such restriction, in accordance  with 42 U.S.C. section 17935(a) and 45 
CFR section 164.522(a).   

 

2. Business Associate shall not directly or indirectly receive remuneration in exchange for PHI, 
except with the prior  written consent of  DHCS and as permitted by 42 U.S.C. section 
17935(d)(2).  

 

C. Responsibilities of  Business Associate 

 

Business Associate agrees:  

 

1. Nondisclosure.   Not to use or disclose Protected Health Information (PHI)  other than  as 
permitted  or required by  this Agreement  or as required by law. 

 

2. Safeguards.   To  implement administrative, physical, an d technical safeguards  that 
reasonably and appropriately protect the  confidentiality, integrity, and availability  of the 
PHI, including electronic PHI, that it creates, receives, maintains, uses or transmits on behalf 
of DHCS, in  compliance with 45 CFR  sections  164.308, 164.310 and  164.312, and to prevent 
use  or disclosure  of PHI  other than  as provided for by this Agreement. Business Associate 
shall implement reasonable and appropriate policies and procedures to comply with the 
standards, implementation specifications and  other  requirements of 45  CFR section 164, 
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subpart C, in compliance  with 45 CFR  section  164.316. Business Associate shall develop and  
maintain  a written  information  privacy and  security program that  includes administrative,  
technical and physical safeguards  appropriate to the size and complexity  of the Business  
Associate’s operations  and  the nature and scope of its activities,  and which incorporates the  
requirements  of section  3, Security, below.  Business Associate will provide  DHCS with its  
current and updated policies.  

 

3. Security.   To  take  any and all steps necessary  to  ensure the continuous  security  of all 
computerized data  systems containing PHI and/or PI, and to protect paper documents 
containing PHI and/or PI. These steps shall include, at  a minimum: 

 

a. Complying with all of the  data system security precautions listed in Attachment A, the 
Business Associate  Data Security Requirements; 

 

b. Achieving and  maintaining compliance  with the HIPAA Security Rule (45 CFR Parts  160 
and 164), as necessary in conducting operations on behalf of DHCS under this 
Agreement; 

 

c. Providing a level and scope of security that is at least  comparable to  the level and scope 
of security established by the Office of Management  and Budget in OMB Circular No. A-
130, Appendix III  - Security of Federal Automated Information Systems, which sets forth 
guidelines for automated information  systems in Federal agencies;  and 
 

d. In case of a conflict between any  of the security standards contained in any  of these 
enumerated sources  of  security  standards, the most stringent shall apply.  The  most 
stringent means that safeguard which  provides  the highest level  of protection to  PHI 
from unauthorized disclosure.  Further, Business Associate  must comply  with changes to 
these standards that occur  after the effective date of  this Agreement. 

 

Business Associate  shall designate a  Security  Officer to  oversee its data security  program  
who shall be responsible for carrying  out the requirements of this section and for  
communicating on  security matters  with DHCS.  

 

D. Mitigation of  Harmful Effects.   To  mitigate,  to the extent practicable, any harmful effect that is 
known to Business Associate  of a use  or disclosure  of  PHI by Business Associate or its 
subcontractors in violation  of the requirements  of this Addendum. 
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E. Business Associate’s Agents  and Subcontractors. 
 

1. To enter into  written agreements with any agents, including subcontractors and  vendors,  to 
whom  Business Associate provides PHI or  PI received from or created or received  by 
Business Associate  on behalf of DHCS, that impose the same restrictions  and conditions on 
such agents, subcontractors and vendors that  apply  to Business Associate with respect to 
such PHI and  PI under this Addendum, and  that  comply with all applicable provisions of 
HIPAA, the HITECH Act the HIPAA regulations, and  the Final Omnibus Rule,  including the 
requirement that any agents, subcontractors or vendors implement reasonable and 
appropriate administrative, physical, and technical safeguards to protect such PHI and PI. 
Business associates are directly liable under the HIPAA Rules and subject to  civil and, in 
some cases, criminal penalties for making uses  and disclosures of protected health 
information that are not authorized by its  contract or required by law. A business associate 
also is directly liable and subject  to civil penalties for failing to  safeguard electronic 
protected h ealth i nformation i n a ccordance  with the  HIPAA  Security  Rule.   A  “business 
associate” also is a subcontractor that creates, receives,  maintains,  or transmits protected 
health information  on behalf of another business associate. Business Associate shall 
incorporate,  when applicable, the relevant provisions  of this Addendum into  each 
subcontract  or subaward to such agents, subcontractors and  vendors, including the 
requirement that any security incidents  or breaches  of unsecured PHI  or PI be  reported to 
Business Associate.  

 

2. In accordance with 45 CFR  section 164.504(e)(1)(ii), upon Business Associate’s knowledge of 
a material breach  or violation by its subcontractor of the agreement between Business 
Associate and the subcontractor, Business Associate shall: 

 

a. Provide an  opportunity for the subcontractor to  cure the breach or end the  violation 
and terminate the agreement if the subcontractor does not cure the breach or  end the 
violation  within the time  specified by  DHCS; or 

b. Immediately terminate the agreement if the  subcontractor has breached a material 
term of the agreement and cure is not possible. 

 

F. Availability of Information  to DHCS  and Individuals. To provide access and information: 

 

1. To provide access as  DHCS may require, and in the time and  manner designated by  DHCS 
(upon reasonable notice and during Business Associate’s normal business hours) to  PHI in a 
Designated Record Set,  to  DHCS (or, as directed by  DHCS), to  an Individual, in accordance 
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with 45  CFR section 164.524.  Designated  Record Set means the group of  records  
maintained for DHCS that includes  medical, dental and billing records about  individuals;  
enrollment, payment, claims adjudication, and case or medical management systems 
maintained for DHCS health plans; or those records used to make decisions about  
individuals on behalf of DHCS.  Business Associate shall use  the forms and processes  
developed by  DHCS for this purpose and shall respond to requests for access  to records  
transmitted by DHCS within fifteen (15) calendar days of receipt of the request by producing  
the records  or  verifying that there are none.    

 

2. If Business Associate maintains an Electronic Health Record  with  PHI, and an individual
requests a copy  of such  information in an electronic format, Business Associate  shall provide 
such information in an  electronic format to enable DHCS to fulfill its  obligations under the 
HITECH Act, including but not limited to,  42  U.S.C. section 17935(e).  

 

3. If Business Associate receives data from  DHCS that was provided to DHCS by the Social 
Security Administration, upon request by DHCS, Business Associate shall provide  DHCS  with 
a list of all employees, contractors and agents  who have access  to  the Social Security data, 
including employees, contractors and agents of its subcontractors and agents.  

 

G. Amendment of PHI.   To make any amendment(s) to  PHI that DHCS directs or agrees to pursuant 
to  45 CFR section 164.526,  in the time and manner designated by  DHCS. 

 

H. Internal Practices. To  make  Business Associate’s internal practices, books  and  records relating 
to the use and disclosure of PHI received from DHCS, or created or received by Business 
Associate on behalf of  DHCS, available to  DHCS or to  the Secretary  of the U.S.  Department of 
Health and Human Services in a time and manner designated by  DHCS  or by the Secretary, for 
purposes  of determining DHCS’ compliance with the HIPAA regulations.  If any information 
needed for  this purpose is in t he exclusive possession of any  other  entity  or  person a nd t he 
other entity or person fails or refuses to furnish the information  to Business Associate, Business 
Associate shall so certify to  DHCS and shall set  forth the efforts it  made to  obtain the 
information. 
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I. Documentation of  Disclosures. To document and  make available  to  DHCS  or (at the direction  of 
DHCS) to an Individual such disclosures  of PHI, and information related to such disclosures, 
necessary  to respond to  a proper request by the subject Individual for an accounting of 
disclosures  of PHI, in accordance with  the HITECH Act and its implementing regulations, 
including but not limited to 45 CFR  section  164.528 and 42 U.S.C. section 17935(c).   If Business 
Associate  maintains electronic health records for DHCS as of January  1,  2009, Business Associate 
must provide an accounting of disclosures, including those disclosures for treatment, payment 
or health care  operations, effective  with disclosures on  or after  January  1, 2014.  If Business 
Associate acquires electronic health records for DHCS after January 1, 2009, Business Associate 
must provide an accounting of disclosures, including those disclosures for treatment, payment 
or health care operations,  effective with disclosures  on  or after  the date the electronic health 
record is  acquired,  or on or after January 1,  2011, whichever date is later.  The electronic 
accounting of disclosures shall be for disclosures during the three years prior to the request for 
an accounting. 

 

J. Breaches and  Security Incidents.   During  the term of this Agreement, Business Associate agrees 
to implement reasonable  systems for the discovery and prompt reporting  of any breach  or 
security incident,  and to take the following steps: 

 

1. Notice to DHCS.   (1) To notify DHCS  immediately  upon the discovery  of a  suspected security 
incident that involves data provided to  DHCS by  the Social Security Administration.   This 
notification will be  by  telephone call plus email or fax  upon the discovery  of the breach.  (2) 
To  notify DHCS  within 24  hours by email or fax  of the discovery of unsecured PHI or  PI in 
electronic  media or in any  other media if the PHI  or PI was, or is reasonably believed  to have 
been, accessed  or acquired by an unauthorized person, any  suspected security incident, 
intrusion or unauthorized access,  use or disclosure of PHI or PI in violation of this Agreement 
and t his  Addendum,  or  potential  loss  of  confidential  data  affecting this  Agreement.   A 
breach shall be treated as  discovered by Business Associate as of the first day on which the 
breach is known, or by exercising reasonable diligence would have been known, to any 
person (other than the person committing the breach) who is an employee,  officer or other 
agent of Business Associate. 

 

Notice shall be provided to the DHCS  Program Contract Manager,  the DHCS Privacy  Officer  
and the  DHCS Information  Security Officer.  If the incident  occurs after business  hours  or on  
a weekend  or holiday and involves data provided to DHCS by the Social Security  
Administration, notice shall be provided by calling the DHCS EITS Service Desk.  Notice  shall  
be made using the  “DHCS  Privacy Incident Report” form, including all information known  at  
the time.   Business Associate shall use the most current version of this form,  which is  
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posted  on the DHCS  Privacy Office website (www.dhcs.ca.gov, then select “Privacy” in  the  
left column and then  “Business Use” near the  middle  of the page)  or use this link:  

http://www.dhcs.ca.gov/formsandpubs/laws/priv/Pages/DHCSBusinessAssociatesOnly.aspx    

 

Upon discovery  of a breach or suspected security incident, intrusion or unauthorized access,  
use or disclosure  of PHI or  PI, Business Associate shall take:  

 

a. Prompt  corrective action  to  mitigate  any risks or damages involved with the breach and 
to  protect the operating environment;  and 

b. Any action pertaining to such unauthorized disclosure required by applicable  Federal 
and State laws and regulations. 

 

2. Investigation and Investigation Report. To immediately investigate such  security incident, 
breach,  or unauthorized access, use  or disclosure  of PHI  or  PI.  If the initial report did not 
include all of the requested information marked  with an asterisk,  then within  72 hours  of 
the discovery, Business Associate shall submit an updated “DHCS  Privacy Incident Report” 
containing the information marked with an asterisk and all other applicable information 
listed  on the form,  to the extent known at that time, to the DHCS  Program Contract
Manager,  the  DHCS Privacy Officer, and the  DHCS Information Security  Officer: 

 

3. Complete  Report.   To provide a complete report of the investigation to  the DHCS  Program 
Contract Manager,  the DHCS Privacy Officer, and the DHCS Information Security Officer 
within ten (10) working days of the discovery of the breach or unauthorized use or 
disclosure.  If all of the required information was not  included in either the initial report,  or 
the Investigation Report, then a separate Complete Report  must be submitted.  The report 
shall be submitted on the “DHCS Privacy Incident Report” form and shall include an 
assessment  of all known factors relevant  to a determination  of whether a breach occurred 
under applicable provisions of HIPAA, the HITECH Act, the HIPAA regulations and/or state 
law.  The report shall also include a full, detailed corrective action plan, including 
information  on  measures that were taken to halt and/or  contain  the improper use or 
disclosure.  If DHCS requests information in addition to that listed  on the ”DHCS Privacy 
Incident Report” form, Business  Associate shall make  reasonable  efforts to  provide  DHCS 
with such information.  If  necessary,  a Supplemental Report may be used to submit revised 
or additional information after the completed report is submitted, by submitting the revised 
or additional information  on an updated  “DHCS  Privacy Incident  Report” form.   DHCS  will 
review and approve  or disapprove the determination of whether a breach occurred, is 
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reportable to the appropriate entities, if individual notifications are required, and the  
corrective action plan.  

 

4. Notification of  Individuals. If the cause of a breach  of PHI or PI is attributable to  Business 
Associate  or its subcontractors, agents or vendors, Business Associate shall notify individuals 
of  the breach or unauthorized use or disclosure when notification is required under state or 
federal law and shall pay any costs of such n otifications, as  well as any costs associated with 
the breach.  The notifications shall comply with the requirements set forth in 42 U.S.C. 
section 17932 and its implementing regulations, including, but not limited to,  the 
requirement that the notifications be  made without unreasonable delay and in no  event 
later than 60 calendar days.  The DHCS Program  Contract Manager, the DHCS Privacy 
Officer, and the DHCS Information Security Officer shall approve the  time,  manner and 
content of any such notifications  and their review and approval must be  obtained before the 
notifications  are made. 

 

5. Responsibility for  Reporting of Breaches.   If the  cause of a breach  of PHI or  PI is  attributable 
to  Business Associate  or its agents, subcontractors or vendors, Business  Associate is 
responsible for all required reporting  of the breach  as specified in  42 U.S.C. section  17932 
and its implementing regulations, including notification  to  media outlets  and to the 
Secretary.  If a breach of  unsecured  PHI involves more than  500  residents of the State o f 
California or its jurisdiction, Business Associate shall notify the Secretary  of the breach 
immediately upon discovery of the breach.  If Business Associate has reason to  believe that 
duplicate reporting of the  same breach  or incident  may  occur because its subcontractors, 
agents or  vendors may report the breach  or incident to  DHCS in addition  to Business 
Associate,  Business Associate shall notify  DHCS,  and  DHCS and Business Associate  may take 
appropriate action  to prevent duplicate  reporting.  The breach reporting requirements  of 
this paragraph are in addition to the reporting requirements set forth in subsection 1, 
above. 
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6. DHCS Contact Information. To direct communications to the above referenced  DHCS staff, 
the Contractor shall initiate contact as indicated herein.  DHCS reserves the right to make 
changes to the contact information below by giving written notice to the Contractor.  Said 
changes shall not require an amendment to this Addendum or the Agreement to which it is 
incorporated. 

DHCS Program 
Contract Manager 

DHCS Privacy Officer DHCS Information Security 
Officer 

See the Scope of 
Work exhibit for 
Program Contract 
Manager information 

Privacy Officer 

c/o: Office of HIPAA 
Compliance 

Department of Health Care 
Services 

P.O. Box 997413, MS 4722 

Sacramento, CA 95899-7413 

Email: 
privacyofficer@dhcs.ca.gov 

Telephone:  (916) 445-4646 

Fax: (916) 440-7680 

Information Security Officer 

DHCS Information Security 
Office 

P.O. Box 997413, MS 6400 

Sacramento, CA 95899-7413 

Email: iso@dhcs.ca.gov 

Fax:     (916) 440-5537 

Telephone: EITS Service Desk 

(916) 440-7000 or

(800) 579-0874

K. Termination  of Agreement.  In accordance with Section  13404(b)  of  the HITECH Act and  to the 
extent required by the HIPAA regulations, if Business Associate knows  of a material breach  or 
violation by DHCS of this Addendum, it shall take the following steps: 

 

1. Provide  an opportunity for DHCS to  cure the breach  or end  the  violation and terminate the 
Agreement if  DHCS does not cure the breach or end  the violation within the time specified 
by Business Associate;  or 

2. Immediately terminate the Agreement if DHCS has breached a material term of the 
Addendum and cure is not  possible. 

L. Due Diligence.   Business Associate shall exercise due diligence and shall take reasonable steps to 
ensure that it remains in compliance with this Addendum and is in compliance  with applicable 
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provisions  of HIPAA,  the HITECH Act and the HIPAA regulations, and that its agents,  
subcontractors and  vendors  are in compliance with their  obligations as required by this  
Addendum.  

 

M.  Sanctions and/or  Penalties.  Business Associate understands  that a failure to comply  with the 
provisions of HIPAA, the HITECH Act and the HIPAA regulations that are applicable to Business 
Associate  may result in the  imposition  of sanctions and/or penalties  on Business  Associate under 
HIPAA, the HITECH Act and  the HIPAA regulations. 

 

IV. Obligations of DHCS 

 

DHCS agrees to:  

 

A. Notice of Privacy Practices. Provide Business Associate  with the Notice of  Privacy  Practices that 
DHCS produces in accordance with  45 CFR section 164.520, as well as any  changes to such 
notice.  Visit  the  DHCS  Privacy Office to  view the most current  Notice of Privacy Practices  at: 
http://www.dhcs.ca.gov/formsandpubs/laws/priv/Pages/default.aspx  or the DHCS website at 
www.dhcs.ca.gov  (select  “Privacy in  the  left  column and  “Notice of Privacy  Practices”  on the 
right side  of the page). 

 

B. Permission  by Individuals for  Use and Disclosure  of PHI. Provide the  Business  Associate with 
any changes in,  or revocation  of, permission by an  Individual to use or disclose  PHI, if such 
changes affect the Business Associate’s permitted  or required uses and disclosures. 

 

C. Notification  of Restrictions. Notify  the Business Associate of any restriction to the use or 
disclosure of PHI  that  DHCS has agreed to in accordance with 45 CFR section  164.522, to the 
extent that such restriction may affect the Business Associate’s use or disclosure of  PHI. 

 

D. Requests Conflicting with  HIPAA Rules.  Not request the  Business Associate to  use  or disclose 
PHI in any  manner that  would not be permissible under the HIPAA regulations if  done by DHCS. 

 

V. Audits, Inspection and Enforcement 
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A. From time to time,  DHCS may inspect the facilities, systems, books and records of Business 
Associate to  monitor compliance with this Agreement and this Addendum.  Business Associate 
shall promptly remedy any violation of any provision of this Addendum and shall certify the 
same to the DHCS  Privacy  Officer in  writing.  The fact that DHCS inspects, or fails to inspect,  or
has the right  to inspect, Business Associate’s facilities, systems and procedures does not relieve 
Business Associate  of its responsibility  to comply with  this Addendum, nor does  DHCS’: 

1. Failure to detect or 

 

2. Detection, but failure to notify Business Associate or require Business Associate’s 
remediation of any unsatisfactory practices constitutes acceptance  of such practice or a 
waiver of DHCS’ enforcement rights under this Agreement and this Addendum. 

 

B. If Business Associate is the  subject  of an audit, compliance review,  or complaint investigation by 
the Secretary  or the  Office  of Civil Rights, U.S.  Department of Health and Human Services, that is 
related to  the performance  of its obligations pursuant to  this HIPAA Business Associate 
Addendum, Business Associate shall notify  DHCS and  provide DHCS  with a copy  of any PHI  or PI 
that Business Associate provides to  the Secretary  or the Office  of Civil Rights concurrently with 
providing such PHI  or  PI to  the Secretary.   Business Associate is responsible for any civil penalties 
assessed due to an audit  or investigation of Business Associate, in accordance with 42  U.S.C. 
section 17934(c). 

 

VI. Termination 

 

A. Term.   The Term  of  this Addendum shall commence as  of  the effective date of this Addendum 
and shall extend beyond the termination  of the contract and shall  terminate when all the  PHI 
provided by  DHCS to Business Associate,  or created or received by  Business Associate  on behalf 
of DHCS, is destroyed or returned  to DHCS, in accordance with 45 CFR  164.504(e)(2)(ii)(I). 

 

B. Termination for Cause.   In accordance with 45 CFR section  164.504(e)(1)(ii), upon DHCS’ 
knowledge  of a material breach or violation  of this Addendum by  Business Associate,  DHCS shall: 

 

1. Provide  an  opportunity for Business Associate  to cure the breach  or  end the  violation and 
terminate this Agreement if Business Associate does not cure the breach  or end  the 
violation  within the time  specified by DHCS;  or 
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2. Immediately terminate this Agreement if  Business Associate has breached a  material term 
of this Addendum and cure is not possible. 

C. Judicial  or Administrative Proceedings. Business Associate  will notify DHCS if it is named as a 
defendant in a criminal proceeding for a  violation of HIPAA.  DHCS  may terminate this 
Agreement if Business Associate is found guilty  of a criminal violation  of HIPAA.  DHCS  may 
terminate this Agreement if a finding or stipulation  that the Business Associate has violated any 
standard or requirement of HIPAA, or other  security  or privacy laws is made in  any 
administrative or civil proceeding in which  the Business Associate is a party  or has been joined. 

 

D. Effect of Termination. Upon termination or expiration of this Agreement for any reason, 
Business Associate shall  return or destroy all PHI received from  DHCS (or created or received by 
Business Associate  on behalf of DHCS) that Business Associate still maintains in any form, and 
shall retain no copies  of such PHI.  If return or destruction is not feasible, Business  Associate 
shall notify DHCS of the  conditions that make  the return or destruction infeasible, and DHCS and 
Business Associate shall determine the terms and  conditions under  which Business Associate 
may retain the PHI.  Business Associate shall continue to  extend the protections of  this 
Addendum to such PHI, and shall limit further use of  such PHI to those purposes that make the 
return or destruction  of such PHI infeasible.   This  provision shall apply to  PHI that is in the 
possession of subcontractors  or agents of Business Associate. 

 

VII. Miscellaneous Provisions 

 

A. Disclaimer. DHCS  makes no warranty or  representation that compliance by Business Associate 
with this Addendum, HIPAA or the HIPAA regulations  will be adequate  or satisfactory for 
Business Associate’s  own purposes or that any information in Business Associate’s possession  or 
control,  or transmitted  or received by  Business Associate, is  or will be secure from unauthorized 
use or disclosure.  Business Associate is solely responsible for all decisions  made by Business 
Associate regarding the safeguarding of PHI. 

 

B. Amendment.   The parties  acknowledge that federal  and state laws relating to  electronic data 
security  and privacy are  rapidly evolving and that amendment  of this Addendum may be 
required to provide for procedures to ensure  compliance with such developments.  The parties 
specifically agree to take such action as is necessary  to implement the  standards and 
requirements  of HIPAA, the HITECH Act, the HIPAA regulations and other applicable laws 
relating to the security or privacy  of PHI.   Upon  DHCS’ re quest, Business  Associate  agrees to 
promptly enter into negotiations  with  DHCS concerning an amendment to  this Addendum 
embodying written assurances consistent  with  the  standards and requirements of  HIPAA, the 
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HITECH Act, the HIPAA regulations or other applicable laws.  DHCS may  terminate this  
Agreement upon thirty (30) days  written notice in the event:  

 

1. Business Associate does not promptly  enter into negotiations to amend  this  Addendum 
when requested by DHCS pursuant to this Section;  or 

 

2. Business Associate does not enter into an amendment providing assurances regarding the 
safeguarding of PHI that  DHCS in its sole discretion, deems sufficient to satisfy the standards 
and requirements  of HIPAA and the HIPAA regulations. 

 

C. Assistance in Litigation or  Administrative Proceedings.  Business Associate shall make itself and 
any subcontractors,  employees or agents  assisting Business Associate in the  performance  of its 
obligations under this Agreement, available to DHCS  at no cost to DHCS to testify as witnesses, 
or otherwise,  in  the event  of litigation  or administrative proceedings being commenced against 
DHCS, its directors, officers  or employees based upon claimed  violation of HIPAA,  the HIPAA 
regulations  or other laws relating to security and privacy,  which involves inactions or actions by 
the Business  Associate,  except  where Business  Associate or  its  subcontractor,  employee or 
agent is a named adverse party. 

 

D. No  Third-Party Beneficiaries.   Nothing express  or implied in the terms and conditions  of  this 
Addendum is intended to  confer, nor shall anything herein confer, upon any person  other than 
DHCS or Business Associate and their respective successors or assignees, any rights, remedies, 
obligations or liabilities  whatsoever. 

 

E. Interpretation.  The terms and conditions in this Addendum shall be interpreted as broadly as 
necessary to implement and comply  with HIPAA, the HITECH Act, the HIPAA  regulations and 
applicable state laws.  The parties agree that any ambiguity in the  terms and conditions  of  this 
Addendum shall be resolved in favor  of a  meaning that complies and is  consistent  with HIPAA, 
the HITECH Act and  the HIPAA regulations. 

 

F. Regulatory References.  A  reference in the terms and conditions  of this Addendum to a section 
in the HIPAA  regulations  means the section as in effect or as amended. 

 

G. Survival.   The  respective rights and obligations of Business Associate under Section VI.D  of this 
Addendum shall survive the termination  or expiration of this Agreement. 
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H. No Waiver of  Obligations.  No change,  waiver or discharge of any liability or obligation 
hereunder  on any  one  or more occasions shall be  deemed a waiver of performance  of any 
continuing or other  obligation,  or  shall  prohibit enforcement  of any  obligation, on any  other 
occasion. 

 

Attachment A  
Business Associate Data  Security Requirements  
 

I. Personnel Controls 

 

A. Employee  Training.  All workforce members who  assist in the performance of functions  or 
activities  on behalf of DHCS, or access  or disclose  DHCS PHI  or PI must complete information 
privacy  and security  training, at least annually, at Business Associate’s expense. Each workforce 
member who receives information privacy and security training  must sign a certification, 
indicating the member’s  name and the date  on  which the training was  completed.  These 
certifications  must be retained for a period of six  (6) years following contract termination. 

 

B.  Employee Discipline.   Appropriate sanctions  must be applied against  workforce members  who 
fail to comply with privacy policies and procedures or any provisions of these requirements, 
including termination  of employment where  appropriate. 

 

C. Confidentiality  Statement.   All persons that will be working with DHCS PHI or P I must  sign  a 
confidentiality statement  that includes, at a minimum, General Use, Security and Privacy 
Safeguards, Unacceptable  Use, and Enforcement  Policies.  The statement must  be signed by the 
workforce member prior to access  to DHCS PHI or  PI.   The statement must be renewed annually.  
The Contractor shall retain each person’s written  confidentiality  statement for DHCS inspection 
for a period  of six (6)  years  following contract termination. 

 

D. Background Check.   Before a member of the workforce  may access  DHCS  PHI  or PI,  a thorough 
background check  of  that  worker must be conducted, with evaluation  of the results  to assure 
that there is no indication that the worker may present a risk to the security or  integrity of 
confidential data or a risk  for theft or misuse of confidential data.  The Contractor shall retain 
each workforce member’s background check documentation for a period  of three (3)  years 
following contract termination. 
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II. Technical Security  Controls 

 

A. Workstation/Laptop encryption.   All workstations and laptops that process and/or store  DHCS 
PHI  or  PI  must be encrypted using a FIPS 140-2  certified algorithm  which is 128bit or higher, 
such as Advanced Encryption Standard (AES).   The encryption  solution  must be full disk unless 
approved by the  DHCS Information Security  Office. 

 

B. Server  Security.  Servers containing unencrypted DHCS PHI or  PI must have sufficient 
administrative, physical, and technical controls in place to protect  that data, based upon a risk 
assessment/system security  review. 

 

C. Minimum Necessary.  Only  the  minimum  necessary  amount  of DHCS PHI  or PI  required to 
perform necessary business functions may be copied,  downloaded,  or exported. 

 

D. Removable media devices.   All electronic files that contain  DHCS PHI or  PI data must be 
encrypted when stored  on any removable media  or portable device (i.e. USB thumb drives, 
floppies, CD/DVD, smartphones,  backup tapes etc.).  Encryption must  be  a  FIPS  140-2 certified 
algorithm which is 128bit or higher, such as AES. 

 

E. Antivirus software.   All workstations,  laptops, and  other  systems that process and/or store 
DHCS PHI or PI must  install and  actively  use comprehensive  anti-virus software solution with 
automatic updates scheduled at least daily. 

 

F. Patch Management.   All workstations, laptops and other systems that process and/or store 
DHCS  PHI or PI must have critical security patches  applied, with system reboot if necessary.  
There must be a documented patch management process which determines installation 
timeframe based on risk assessment and  vendor recommendations.   At  a maximum, all
applicable patches must be installed within 30 days  of vendor release. 

 

G. User IDs and Password Controls.   All users  must be issued a unique user name for  accessing 
DHCS PHI  or  PI.  Username must be promptly disabled, deleted, or  the password changed upon 
the transfer or termination of an employee with knowledge of  the password, at maximum 
within 24 hours.  Passwords are not to be shared.  Passwords  must be at least eight characters 
and must be a non-dictionary word.  Passwords must  not  be stored in readable format on the 
computer.  Passwords must  be  changed every 90  days,  preferably every 60  days.  Passwords 

Revised July 28, 2016 
34 | P  a  g e

ATTACHMENT C

49



 
   

  
 

must be changed if revealed or compromised.   Passwords  must be  composed  of characters from  
at least three  of the following four groups from the standard keyboard:  

 

• Upper case letters  (A-Z) 
• Lower  case letters (a-z) 
• Arabic numerals (0-9) 
• Non-alphanumeric  characters (punctuation symbols) 

 
H. Data Destruction.   When  no longer needed, all DHCS PHI  or PI must be cleared, purged,  or 

destroyed  consistent with  NIST  Special Publication 800-88, Guidelines  for Media Sanitization 
such that the PHI or PI  cannot be retrieved. 

 

I. System  Timeout.   The  system providing access  to DHCS PHI  or PI  must provide an automatic 
timeout, requiring re-authentication of the user session after no more than  20  minutes  of 
inactivity. 

 

J. Warning Banners.  All systems providing access to DHCS  PHI  or PI must display a warning 
banner stating that data is confidential, systems are logged,  and system use is for business 
purposes  only by authorized users.  User  must be directed  to log  off the system if they do not
agree with these requirements. 

 

K. System Logging.   The system  must  maintain an automated audit trail which  can identify the user 
or system process  which initiates a request for DHCS PHI or  PI,  or which alters DHCS PHI  or PI.  
The audit trail  must be date and time stamped,  must log both successful and failed accesses, 
must be read  only, and  must be restricted  to  authorized users.  If DHCS  PHI or  PI is stored in a 
database, database logging functionality must be enabled.  Audit  trail data must be archived  for
at least 3 years after occurrence. 

 

L. Access Controls.   The system  providing access  to DHCS  PHI or  PI  must use  role based access 
controls for all user authentications, enforcing the principle of least privilege. 
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M. Transmission encryption.   All data transmissions of DHCS  PHI or PI outside  the secure  internal 
network  must be encrypted using a FIPS 140-2 certified algorithm which is 128bit or higher, such 
as AES.   Encryption can be  end to  end at the network  level, or  the data files containing PHI can 
be encrypted.  This requirement pertains to any type of PHI  or PI in motion such as website 
access,  file transfer, and  E-Mail. 

 

N. Intrusion D etection. All systems involved in accessing, holding, transporting, and protecting 
DHCS PHI or PI  that  are accessible via the Internet must be protected by a comprehensive 
intrusion detection and prevention solution. 

 

III. Audit Controls 

 

A. System  Security Review.   All systems processing and/or storing DHCS  PHI or PI  must have at 
least an annual system risk assessment/security review which provides assurance that 
administrative, physical,  and technical controls are functioning  effectively and providing 
adequate levels of protection.  Reviews should include vulnerability scanning tools. 

 

B. Log Reviews.  All systems  processing and/or storing  DHCS PHI or P I must have  a routine 
procedure in place  to review system logs for unauthorized access. 

 

C. Change Control.   All systems processing and/or storing DHCS PHI or  PI  must have a documented 
change control procedure that ensures separation  of duties and protects the confidentiality, 
integrity  and availability of data. 

 

IV. Business Continuity /  Disaster Recovery  Controls 

 

A. Emergency Mode  Operation Plan.   Contractor must establish a documented plan  to  enable 
continuation of critical business processes and protection of the  security  of electronic  DHCS PHI 
or PI in the event  of an emergency.  Emergency  means any circumstance  or  situation that causes 
normal computer operations to become unavailable for use in performing  the  work required 
under this Agreement for  more than  24 hours. 

 

B. Data Backup Plan.   Contractor  must have established documented procedures  to backup  DHCS 
PHI to  maintain retrievable exact copies  of DHCS  PHI or PI.   The plan  must include a regular
schedule for  making backups, storing backups  offsite,  an inventory of backup  media, and an 
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estimate of the amount of  time needed to restore DHCS PHI  or  PI should it be lost.  At a  
minimum,  the schedule  must be a weekly full backup and monthly  offsite storage  of DHCS data.  

 

V. Paper  Document Controls 

 

A. Supervision  of Data.   DHCS PHI or PI in paper form  shall not be left unattended at any time, 
unless it is locked in a file cabinet, file room, desk  or office.  Unattended  means that information 
is not being observed by an employee authorized to  access the information.  DHCS PHI  or  PI in 
paper form  shall not be left unattended at any time in vehicles  or planes  and shall not be 
checked in baggage on commercial airplanes. 

 

B. Escorting Visitors.   Visitors to areas where DHCS PHI or  PI is contained shall be escorted and 
DHCS PHI  or PI shall be kept out  of sight while visitors  are in the area. 

 

C. Confidential Destruction.   DHCS PHI or PI must  be  disposed of  through confidential means,  such 
as cross cut shredding and  pulverizing. 

 

D. Removal of  Data.   DHCS  PHI  or  PI  must not be removed from the premises  of the Contractor
except wi th  express written  permission of DHCS. 

 

E. Faxing.   Faxes  containing  DHCS  PHI  or PI  shall not be left unattended and fax  machines shall be 
in secure areas.  Faxes shall contain a confidentiality statement notifying persons receiving faxes 
in error  to destroy them.  Fax numbers shall be verified with the intended  recipient before 
sending the fax. 

 

F. Mailing.   Mailings of D HCS PHI or PI shall be sealed and secured from damage or inappropriate 
viewing of PHI or PI  to  the extent possible.   Mailings  which  include 500 or more  individually 
identifiable records  of DHCS PHI  or PI in a single package shall be sent using a tracked  mailing 
method which includes  verification  of delivery and receipt, unless the prior written permission 
of DHCS to use another  method is  obtained.  
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UC  HIPAA Business Associate Addendum  
 

 

I. Recitals 
 

B. This Contract (Agreement) has been determined to constitute a business associate relationship 
under the Health Insurance  Portability and Accountability Act  (“HIPAA”) and its implementing 
privacy and security regulations at 45 CFR Parts  160 and 164 (“the HIPAA regulations:”). 

 

C. The Department of Health Care Services (“DHCS”) wishes to disclose to Business Associate certain 
information pursuant to the terms of  this Agreement, some of which  may  constitute Protected 
Health Information (“PHI”). 

 

D. “Protected Health Information”  or  “PHI” shall have the meaning given to such term under HIPAA 
and HIPAA regulations,  as the same  may be amended from time to time, and that is created, 
maintained  or received by  Contractor on behalf of DHCS. 

 

E. “Security Incident” shall have  the  meaning given to such term under HIPAA  and HIPAA regulations, 
as the same may be amended from  time to time. 

 

F. As set forth in this Agreement, Contractor,  the University  of California, here and after, is  the 
Business Associate  of DHCS that provides services, arranges, performs or assists in  the performance 
of functions or activities  on behalf of DHCS and creates, receives,  maintains, transmits, uses  or 
discloses PHI. 

 

G. DHCS and Business Associate desire to protect the privacy and provide for  the security  of PHI 
created, received, maintained, transmitted, used  or disclosed pursuant to this Agreement, in 
compliance  with HIPAA and HIPAA regulations and  other applicable laws. 

 

H. The purpose  of the Addendum is to satisfy certain  standards and requirements of HIPAA and  the 
HIPAA regulations. 

 

I. The terms used in this Addendum, but not  otherwise defined, shall have  the  same  meanings as 
those terms in the HIPAA  regulations. 
 

In exchanging information  pursuant to  this Agreement, the parties agree as follows:  

 
1. Permitted Uses and Disclosures of PHI by  Business Associate 
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A. Permitted Uses and Disclosures.   Except  as  otherwise indicated in  this Addendum, Business 
Associate  may use  or disclose  PHI  only to perform functions, activities  or services specified in this 
Agreement, for,  or on behalf of  DHCS, provided that such use  or disclosure  would not violate the 
HIPAA regulations, if done  by DHCS. 

 

B. Specific Use and Disclosure Provisions.   Except as  otherwise indicated in this Addendum, Business 
Associate may: 
 

1) Use and disclose for  management and administration.   Use  and  disclose PHI for the  proper 
management and administration  of the Business Associate or to carry  out the legal
responsibilities  of the  Business Associate, provided  that disclosures are required by law, or the 
Business Associate  obtains reasonable assurances from  the person  to  whom the information is 
disclosed that it  will remain confidential and will be used or further disclosed only as required by 
law  or for  the purpose  for which i t  was disclosed t o the person, and the person notifies the 
Business Associate  of any instances  of which it is aware that  the confidentiality  of the 
information has been breached. 

 

2) Provision of Data Aggregation Services.   Use  PHI to provide data aggregation services to  DHCS.  
Data aggregation  means  the combining of PHI created or received by the Business Associate on 
behalf of DHCS with PHI  received by the Business  Associate in its capacity as the Business 
Associate of another  covered entity, to permit data analyses that relate to  the health care 
operations of DHCS. 

 

2. Responsibilities of  Business Associate 
 

Business Associate agrees:  

 

A. Nondisclosure.   Not to use  or disclose Protected Health Information (PHI)  other than as permitted or 
required by  this Agreement or as required by law. 

 

B. Safeguards.   To implement administrative, physical,  and technical safeguards  that reasonably and 
appropriately protect  the confidentiality, integrity, and availability of the PHI,  including electronic 
PHI, that it creates, receives, maintains, uses or transmits  on behalf of DHCS; and to prevent use  or
disclosure  of PHI other than as provided for by this Agreement.  Business Associate shall develop 
and  maintain an information privacy and  security  program  that includes administrative,  technical 
and physical safeguards  appropriate to the size  and complexity of the Business Associate’s 
operations and the nature and scope  of its activities, and which incorporates the requirements  of 
section C, Security, below.  Business Associate will provide  DHCS with its current and updated 
policies upon request. 
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C. Security.   To take any and all reasonable and appropriate steps to ensure the security of all 
computerized data systems containing PHI, and provide data security procedures for the use  of
DHCS at  the  end of  the  contract period.   These steps shall include, at a minimum: 
 

1) Complying with all of the  data system security precautions listed  in this Agreement  and in the 
Attachment A portion  of this Addendum; 

 

2) Achieving and maintaining compliance with the HIPAA Security Rule (45 CFR  Parts 160 and 164), 
as necessary in conducting operations  on behalf  of  DHCS under this Agreement; 

 

3) Providing a level and scope of security that is at least comparable  to the level and scope  of 
security  established  by the  Office  of Management  and  Budget  in OMB Circular No.  A-130, 
Appendix III- Security  of Federal Automated Information Systems, which  sets forth guidelines for
automated information systems in Federal agencies;  and 

  

4) In case of a  conflict between any  of the security standards contained in any  of these 
enumerated sources  of security standards,  the  most stringent shall apply.  The most stringent 
means that  safeguard which provides the highest level  of protection to  PHI from unauthorized 
disclosure.  Further, Business Associate  must comply  with changes to these standards that occur 
after the effective date of  this Agreement. 

 

Business Associate shall designate a Security Officer for each  campus to  oversee its data security  
program who shall be responsible for carrying out the requirements  of this section and for  
communicating on  security matters with  DHCS.  

 

D. Mitigation of  Harmful Effects.  To  mitigate, to  the  extent practicable, any harmful effect that is 
known  to Business Associate  of a use  or disclosure  of PHI by  Business Associate  or its subcontractors 
in violation  of  the requirements  of this Addendum. 

 

E. Business Associate’s Agents. To  ensure that any agents, including subcontractors, to  whom 
Business Associate provides PHI received from or created  or received by Business Associate on 
behalf of DHCS, agree to the same restrictions and conditions that apply to Business Associate  with 
respect to such PHI, including implementation  of reasonable and  appropriate administrative, 
physical, and technical safeguards to protect such  PHI; and to incorporate,  when applicable, the 
relevant provisions  of  this Addendum into  each subcontract or subaward  to such agents or 
subcontractors. 

 

F. Availability of  Information  to  DHCS and Individuals. If Business Associate creates  or maintains the 
Designated Record Set  on behalf of DHCS, Business Associate will provide access as  DHCS may 
require, and in  the  time  and manner designated by  DHCS (upon reasonable notice and during 
Business Associate’s normal business hours) to PHI  in a Designated Record Set, to DHCS (or, as 
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directed by  DHCS), to an Individual, in accordance  with 45 CFR Section  164.524.  Designated Record  
Set means the group of  records maintained by Business Associate for DHCS that includes medical,  
dental and billing records  about individuals; enrollment, payment, claims adjudication, and  case or  
medical  management systems  maintained for DHCS health  plans;  or those  records used  to make 
decisions about individuals on behalf  of DHCS.  Business Associate shall use the forms and processes  
developed and provided  by DHCS for this purpose and shall respond  to requests for access  to  
records transmitted by  DHCS within fifteen (15)  calendar days  of receipt  of the request by producing  
the records  or  verifying that there are none.  

 

G. Amendment of PHI.   To  make any amendment(s) to  PHI that DHCS directs  or agrees  to pursuant to 
45 CFR Section  164.526, in  the time  and manner designated in writing  by DHCS. 

 

H. Internal Practices. To  make Business Associate’s internal practices, books and records relating to 
the use and disclosure  of PHI received from DHCS, or created  or received by Business Associate  on 
behalf of DHCS, available to DHCS  or to the Secretary of the U.S. Department  of Health and Human 
Services, for purposes  of determining DHCS’  compliance with the HIPAA regulations. 

 

I. Documentation of  Disclosures. To document and  make available to DHCS  or (at the direction  of 
DHCS)  to an Individual such disclosures of  PHI, and information related to  such disclosures, 
necessary to respond t o a  proper request by the  subject Individual for an accounting of disclosures 
of PHI, in accordance with  45 CFR 164.528. 

 

J. Notification of  Breach. During the term of  this Agreement: 
 

1) Discovery of Breach. To  notify DHCS  immediately by telephone call plus email  or fax  upon the 
discovery  of breach of security of PHI in computerized form if the  PHI was, or is reasonably 
believed to have been, acquired by an unauthorized person; or  within 24 hours  by email or fax 
of  the discovery of any security incident  or unauthorized use or disclosure  of PHI in  violation of 
this Agreement and this  Addendum, or loss of confidential data affecting this Agreement.  
Notification  shall be provided to  the DHCS Privacy  Officer.  If the incident  occurs after business 
hours or on a weekend or holiday  and involves electronic  PHI, notification shall be provided by 
calling the  DHCS ITSD Help  Desk.  Business Associate shall take: 
 

i. Prompt corrective action  to  mitigate any risks  or damages involved with the breach and to 
protect the operating  environment and 

ii. Any action pertaining to such unauthorized disclosure required by applicable  Federal and 
State laws and regulations. 

 

2) Investigation of  Breach. To immediately investigate such security incident, breach,  or 
unauthorized use  or disclosure  of PHI.   Within  72 hours of the discovery, to notify  the  DHCS 
Privacy  Officer of, to the extent known  to the Business Associate: 
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i. What data elements were involved and the extent of the data involved in  the breach, 
ii. A description  of the unauthorized persons  known or  reasonably believed to have improperly 

used or disclosed  PHI, 
iii. A description of where the PHI is believed to have been improperly transmitted, sent, or 

utilized, 
iv. A description of the probable causes of the improper use or disclosure; and 
v. Whether Civil  Code sections 1798.29  or  1798.82 or any  other federal or state laws requiring 

individual notifications  of breaches are triggered. 
 

Business Associate shall notify the  DHCS Privacy  Officer immediately when Business Associate  
becomes aware  of additional material information.  

 

3) Written Report.   To provide a written report of the status  of the investigation to  the DHCS 
Privacy  Officer within ten (10) working days  of  the discovery  of the breach or unauthorized use 
or disclosure.  To the extent information is known to the Business Associate, the report shall 
include, but not be limited to,  the information specified above, as well as a full, detailed 
corrective action plan, including information on measures that  were taken  to halt and/or 
contain the improper use  or  disclosure. 

 

4) Notification  of Individuals. To notify individuals  of the breach or unauthorized use  or disclosure 
when notification is required under state  or federal law and to pay any costs  of such 
notifications. The DHCS  Privacy Officer and Business  Associate shall determine the time,  manner 
and content  of any such notifications. 

 

5) DHCS Contact Information. To direct communications to the above referenced  DHCS staff, the 
Contractor shall initiate contact as indicated herein.   DHCS reserves the right  to  make  changes to 
the contact information below by giving  written notice to the Contractor.  Said changes shall not 
require an amendment  to this Agreement  or Addendum. 
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DHCS Contract 
Manager 

DHCS Privacy Officer DHCS Information 
Security Officer 

See the Scope of 
Work exhibit for 
Program Contract 
Manager 
information 

Privacy Officer 

c/o: Office of Legal Services 

Department of Health Care 
Services 

P.O. Box 997413, MS 0011 

Sacramento, CA 95899-7413 

Email: privacyofficer@dhcs.ca.gov 

Telephone:  (916) 445-4646 

Information Security Officer 

DHCS Information Security Office 

P.O. Box 997413, MS 6400 

Sacramento, CA 95899-7413 

Email: iso@dhcs.ca.gov 

Telephone: ITSD Help Desk 

(916) 440-7000 or

(800) 579-0874

K. Workforce  Training and Discipline. To  train and use reasonable measures to provide for compliance 
with the requirements  of this Addendum by workforce  members who assist in  the performance of 
functions  or activities on behalf of DHCS under this Agreement and use or disclose  PHI; and 
discipline such workforce  members  who intentionally violate any provisions  of  this Addendum, with 
possible sanctions  to include termination of  employment.  In complying with the provisions  of  this 
section, Business Associate shall observe the following requirements: 
 

1) Business Associate shall provide information privacy  and security  training, at least annually, at 
its  own expense, to all its workforce  members who assist in  the performance of functions or
activities  on behalf of DHCS under this Agreement and use or disclose  PHI. 

 

2) Business Associate  shall require each workforce  member who receives information privacy and 
security training to sign a certification, indicating the  workforce  members’  name and the date  on 
which the  training was completed. 

 

3) Business Associate shall retain each workforce member’s written certifications for DHCS 
inspection for a period of three years following contract termination. 

 

3. Obligations of DHCS 
 

DHCS agrees to:  
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A. Notice  of Privacy Practices. Provide Business Associate with the Notice  of Privacy  Practices  that 
DHCS produces in accordance with  45 CFR 164.520, as well as any changes to such notice.  Visit  this 
Internet address to view the most current Notice of Privacy  Practices: 
http://www.dhs.ca.gov/privacyoffice. 

 

B. Permission by Individuals for  Use  and Disclosure of PHI. Provide the Business Associate  with any 
changes in, or revocation  of, permission by an  Individual to use  or disclose PHI, if  such changes 
affect the Business Associate’s permitted  or required  uses and disclosures. 

 

C. Notification of  Restrictions. Notify the  Business Associate  of any restriction  to the use  or disclosure 
of PHI that  DHCS has agreed  to in accordance  with 45 CFR 164.522, to  the extent that such 
restriction  may affect the Business Associate’s use or disclosure of PHI. 

 

D. Requests Conflicting with HIPAA Rules.  Not request the Business Associate to use or disclose PHI in 
any manner that would not be permissible under the  HIPAA regulations if done by DHCS. 

 

4. Audits, Inspection and Enforcement 
 

From time to  time and  with reasonable notice and during normal business  hours, DHCS  may inspect the  
facilities, systems, books and records  of Business Associate  to  monitor compliance  with  this Agreement  
and this Addendum.  Business Associate shall promptly remedy any violation  of any provision  of  this  
Addendum and shall certify the same to  the DHCS Privacy Officer in writing.  The fact that DHCS  
inspects,  or fails to inspect,  or has the right to inspect, Business Associate’s facilities, systems and  
procedures does not relieve  Business Associate of its  responsibility to comply  with this Addendum, nor  
does DHCS’:  

A. Failure to detect or 
 

B. Detection, but failure  to notify Business Associate  or require Business Associate’s remediation  of any 
unsatisfactory practices constitutes acceptance  of such practice or a waiver of DHCS’ enforcement
rights under this Agreement and this Addendum. 

 

5. Termination 
 

A. Termination for Cause.   Upon DHCS’ knowledge  of a  material breach of this Addendum by Business 
Associate, DHCS  shall: 
 

1) Provide an opportunity for Business Associate to cure the breach or end the violation and 
terminate this Agreement  if Business Associate does not cure the breach or end the violation 
within thirty days.; 
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2) Immediately terminate this Agreement if Business Associate has breached a  material term  of 
this Addendum and cure is  not possible; or 

3) If neither cure nor termination is feasible, report  the violation  to  the Secretary of the U.S. 
Department of Health  and  Human Services. 

 

B. Judicial or  Administrative Proceedings. Business Associate will notify DHCS  if it is named as  a 
defendant in  a criminal proceeding for a violation of HIPAA.  DHCS may  terminate this Agreement if 
Business Associate is found guilty  of a criminal violation of HIPAA. 

 

C. Effect of  Termination. Upon termination  or expiration of this Agreement for any reason, Business 
Associate shall return or destroy all PHI received from  DHCS  (or created  or received by Business 
Associate  on behalf of DHCS) that Business Associate  still maintains in any form, and shall retain no 
copies  of such  PHI or, if return or destruction is not feasible, shall continue to extend the protections 
of  this Addendum to such information, and shall limit  further use  of  such  PHI to those purposes that 
make  the return or destruction  of such PHI infeasible.  This provision shall apply to  PHI  that is in the 
possession  of subcontractors or  agents of Business Associate. 

 

6. Miscellaneous Provisions 
 

A. Disclaimer. DHCS makes no  warranty  or representation that compliance by Business Associate with 
this Addendum, HIPAA or the HIPAA regulations will be adequate or satisfactory for Business 
Associate’s own purposes  or that  any information in  Business Associate’s possession  or control,  or 
transmitted  or received by Business Associate, is  or will be secure from unauthorized use  or 
disclosure.  Business Associate is solely responsible for all decisions  made by Business Associate 
regarding the safeguarding of PHI. 

 

B. Amendment.   The parties acknowledge that federal and state laws relating  to electronic data 
security and privacy  are rapidly evolving and that amendment  of  this Addendum  may be required  to 
provide for procedures to  ensure compliance with such developments.   The parties specifically agree 
to take such action as is  necessary to implement the standards and requirements of HIPAA, the 
HIPAA regulations and  other applicable laws relating  to the security  or privacy  of PHI.  Upon DHCS’ 
request, Business Associate agrees to promptly  enter into negotiations  with DHCS concerning an 
amendment to this Addendum embodying written assurances consistent  with  the standards and 
requirements of HIPAA, the HIPAA regulations or  other applicable laws.  DHCS  may terminate this 
Agreement upon  thirty (30) days  written notice in the event: 
 

1) Business Associate does not promptly  enter into negotiations to amend  this Addendum when 
requested by  DHCS pursuant to this Section or 
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2) Business Associate does  not enter into an amendment providing assurances  regarding the 
safeguarding of PHI that DHCS reasonably deems sufficient  to satisfy  the standards and 
requirements  of HIPAA and the HIPAA regulations. 

 

C. Assistance in Litigation or Administrative Proceedings.  Business Associate and DHCS shall each 
make itself and use its best efforts  to  make any subcontractors, employees  or agents assisting it in 
the performance  of its  obligations under this Agreement, available to  the  other party at no  cost  to 
testify as  witnesses, or  otherwise, in  the event of litigation  or administrative proceedings being 
commenced against either party, its directors,  officers or employees based upon claimed  violation 
of HIPAA,  the  HIPAA  regulations  or  other laws  relating  to  security and privacy,  which  involves 
inactions or actions  by DHCS or the Business Associate, except where  the party  or its subcontractor, 
employee or agent is a named adverse party. 

 

D. No Third-Party Beneficiaries.   Nothing express or  implied in the terms and conditions  of this 
Addendum is intended to confer, nor shall  anything herein confer, upon any person  other than 
DHCS  or Business  Associate  and  their respective  successors  or assignees, any rights, r emedies, 
obligations or liabilities  whatsoever. 

 

E. Interpretation.   The  terms and conditions in  this Addendum shall be interpreted  as broadly as 
necessary to implement and comply with HIPAA, the HIPAA regulations and applicable state laws.  
The parties agree  that any  ambiguity in  the terms and conditions  of  this Addendum  shall be resolved 
in favor of a meaning that complies  and is  consistent  with HIPAA and the HIPAA regulations. 

 

F. Regulatory References.  A reference in the terms and conditions  of this Addendum to a section in 
the HIPAA regulations means the section as in  effect or as amended. 

 

G. Survival.   The respective rights  and obligations of Business Associate under Section  6.C of this 
Addendum shall survive the termination  or expiration of  this Agreement. 

 

H. No Waiver of  Obligations.  No change, waiver  or discharge  of any liability  or obligation hereunder 
on  any one  or more  occasions shall be deemed a waiver of performance  of any  continuing or other 
obligation, or shall prohibit  enforcement of any obligation, on  any  other occasion. 
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Attachment A  
Business Associate Data  Security Requirements  
 

A. General Security Controls 
 

a. Confidentiality Training.   All persons that  will be working with  DHCS data must be trained  on 
General Use, Security and  Privacy safeguards, Unacceptable Use, and Enforcement Policies. 

 

b. Background check.   Before a member of the Contractor’s workforce may  access DHCS  data, 
Contractor  must conduct a thorough background check of that  worker and  evaluate the results 
to assure that there is no indication that the worker  may present a risk for theft of confidential 
data. 

 

c. Workstation/Laptop encryption.   All workstations and laptops that process and/or store  DHCS 
data must be encrypted with a University  of California approved solution comparable to  ones 
available  to  the state through the California Strategic  Sourced Initiative (CSSI). 

 

d. Only  the  minimum necessary amount  of DHCS data  may  be downloaded  to  a laptop  or  hard 
drive  when absolutely necessary for business purposes. 

 

e. Removable media devices.   All electronic files that contain DHCS data must be encrypted  when
stored  on any removable  media type device (i.e. USB thumb drives, floppies,  CD/DVD, etc.)  with 
a University of California approved solution which is comparable to a solution using a CSSI 
vendor product. 

 

f. Email security.   All emails  that include  DHCS data  must be sent in an  encrypted  method using a 
University  of California approved solution which is comparable to a solution using a CSSI  vendor
product. 

 

g. Antivirus software.   All workstations, laptops and  other systems that process  and/or store  DHCS 
data must have a commercial third-party anti-virus software solution  with a minimum daily 
automatic update. 

 

h. Patch Management.   All workstations, laptops and other systems that process and/or store 
DHCS data must have security patches applied. 

 

i. User IDs and Password Controls.   All users  must be issued a unique user name for  accessing 
DHCS data.   Passwords are not to be shared.  Must be at least eight characters.  Must be  a non-
dictionary word.  Must not be  stored in readable format on the  computer.   Must be  changed 
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every  60 days.   Must be changed if revealed or compromised.   Must be composed of characters  
from at least three of the following four groups from  the standard  keyboard:  
 

• Upper case letters  (A-Z) 
• Lower  case letters (a-z) 
• Arabic numerals (0-9) 
• Non-alphanumeric  characters (punctuation symbols) 

 

j. Data Destruction.   All  DHCS data  must be  wiped from systems when the data is no longer 
necessary.  The wipe  method must conform to Department of Defense standards for data
destruction.  All DHCS data on removable  media  must be returned to DHCS  when the data is no 
longer necessary.  Once data has been destroyed, the DHCS contract manager  must be notified. 

 

k. Remote Access.   Any remote access to DHCS  PHI must be executed  over an encrypted  method 
approved  by the  University of California which is comparable  to a solution using a CSSI vendor 
product.  All remote access must be limited to  minimum necessary and least privilege principles. 

 

B. System  Security Controls 
 

a. System Timeout.   The system must provide an automatic timeout after no more than 20 
minutes of inactivity. 

 

b. Warning Banners.   All systems  containing  DHCS PHI  must display  a warning banner stating that 
data is confidential, systems  are  logged, and system use is  for  business purposes  only.  User 
must be directed to log  off  the system if they do not agree with these requirements. 

 

c. System Logging.   The system must log success and failures  of user authentication at all layers.  
The system  must log all system administrator/developer access and changes if the system is 
processing and/or storing  PHI.   The system  must log  all user transactions at the  database layer if 
processing and/or storing  DHCS PHI. 

 

d. Access Controls.   The system  must use role based access controls for all user  authentications, 
enforcing the principle  of least privilege. 

 

e. Transmission encryption.   All data transmissions must be  encrypted end-to-end  using a 
University  of California approved solution,  which is  comparable  to a solution using a CSSI vendor 
product, when  processing and/or  storing DHCS PHI. 

 

f. Host Based Intrusion Detection.   All systems  that are accessible via the Internet or  store DHCS 
PHI must have a suitable intrusion detection and prevention program. 
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C. Audit Controls 
 

a. System Security  Review.   All systems processing and/or storing DHCS  PHI must  have at least an 
annual system security review.  Reviews must include administrative and technical vulnerability 
scanning tools. 

 

b. Log Reviews.   All systems  processing and/or storing  DHCS  PHI  must have a routine procedure in 
place to review system logs for unauthorized access.  Logs must be maintained for six years after 
the occurrence. 

 

c. Change Control.   All systems  processing a nd/or storing DHCS PHI must  have  a  documented 
change control procedure that ensures separation  of duties and protects the confidentiality, 
integrity  and availability of data. 

 

D. Business Continuity /  Disaster  Recovery Controls 
 

a. Emergency Mode Operation Plan.   Contractor must establish a documented plan to enable 
continuation of critical business processes and protection of the security  of electronic DHCS  PHI 
in the event of an emergency. 

 

b. Data Backup Plan.   Contractor  must have established documented procedures to backup  DHCS 
data to maintain retrievable exact copies  of DHCS PHI.  The plan  must include a regular schedule 
for making backups, storing backups  offsite, an inventory  of backup tapes, the  amount  of time 
to  restore  DHCS data should it be lost.  At a minimum, the schedule  must  be a weekly full 
backup and monthly offsite storage  of DHCS data. 

 

E. Paper  Document Controls 
 

a. Supervision of  Data.   DHCS PHI in paper form shall not be left unattended at any time, unless it 
is locked in a file cabinet, file room, desk  or office.  Unattended  means that information is not 
being observed by an employee authorized t o  access the information.   DHCS  PHI in paper form 
shall not be left unattended at any time in  vehicles or planes and shall not be  checked in 
baggage on commercial airplanes. 

 

b. Visitors.   DHCS  PHI shall be kept  out  of sight while visitors are in  the area. 
 

c. Confidential Destruction.   DHCS PHI  must be disposed of through confidential  means,  such as 
shredding and pulverizing. 
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d. Removal  of Data.   DHCS PHI must not be removed from the premises  of the Contractor except 
with  express  permission of DHCS. 

 

e. Faxing.   Faxes containing  DHCS  PHI  shall not be left unattended and fax  machines shall be in 
secure areas.  Faxes  shall contain a confidentiality statement notifying persons receiving faxes in 
error to destroy them.  Fax  numbers shall be verified before sending. 

 

f. Mailing.   DHCS PHI  shall only  be mailed  using  secure  methods.   Large volume mailings of DHCS 
PHI shall be by  a secure,  bonded courier with signature required  on receipt.   Disks and  other 
transportable  media sent  through the  mail must  be encrypted with a University  of California 
approved solution  which is  comparable to a solution using a CSSI vendor product. 
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AGENDA ITEM 3 
     SEPTEMBER 7, 2016                         

Subject Contract amendment with County of San Bernardino Department of Public Health 
(DPH) to implement the BONUS program to provide lactation support services 
countywide. 

Recommendations Approve Amendment A1 to Contract HW054 with County of San Bernardino 
Department of Public Health (DPH) BONUS (Babies Optimal Nutrition with Ultimate 
Support) program to provide lactation support services countywide for Fiscal Years 
2015-2018. 
(Presenter: Mary Alvarez, Staff Analyst II, 252-4258) 

Financial Impact None 

Background 
Information 

The Commission approved a contract with the County of San Bernardino 
Department of Public Health (DPH) on April 1, 2015 to implement and provide the 
Babies Optimal Nutrition with Ultimate Support (BONUS) program for Fiscal Years 
2015-2018.   
 
The amendment brought before the Commission is for approval of a non-financial 
change to the contract that clarifies contract language to allow First 5 San 
Bernardino (F5SB) and DPH to amend “Attachment A, Workplan” to properly reflect 
program performance goals for each year of the contract term.   
 
This contract supports SPA 1 and SPA 2 of F5SB’s Strategic Plan specifically:  
 
SPA 1: Children and Families    
Goal 1.1: Child Health 
Objective 1.1.a: Families have access to resources and environments that support 
the total wellness of the child. 
Objective 1.1.b: Families are knowledgeable of and utilize available resources to 
manage their health. 
 
SPA 2: Systems and Networks 
Goal 2.1: Leadership as a convener and partner 
Objective 2.1.a: Systems and services effectively support and engage children, 
families and communities. 
Objective 2.1.b: Families, providers and stakeholders collaborate effectively to 
improve the well-being of the child. 
 
Goal 2.2: Capacity Building 
Objective 2.2.a: Community organizations and groups are equipped to effectively 
serve children and families. 
Objective 2.2.b: Workforce is developed to effectively serve children and families. 

Review Sophie Akins, Commission Counsel  
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Report on Action as taken 

Action:  

Moved:  Second:   

In Favor:        

Opposed:        

Abstained:        

Comments:  

  

Witnessed:  
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Auditor-Controller/Treasurer Tax Collector Use Only 

 Contract Database                      FAS 

Input Date Keyed By 

 

1 

 FOR COMMISSION USE ONLY   

 X  New Vendor Code SC Dept. 
A 

Contract Number 

   Change PUBLICHEAL 
903 HW054 A1 

   Cancel  

 Organization Dept. Orgn. Contractor’s License No. 

 Children and Families Commission 903 PROG       

CHILDREN  

AND FAMILIES  

COMMISSION 
FOR 

SAN BERNARDINO COUNTY 

Commission Representative Telephone Total Contract Amount 

Cindy Faulkner, Operations Manager 909-386-7706 $1,490,423 
Contract Type 

  Revenue X Encumbered  Unencumbered  Other:   

 
If not encumbered or revenue contract type, provide reason:  

Commodity Code Contract Start Date Contract End Date Original Amount Amendment Amount 

95200 July 1, 2015 June 30, 2018 
 

$1,490,423  

 Fund Dept. Organization Appr. Obj/Rev Source GRC/PROJ/JOB No. Amount 

STANDARD CONTRACT RRC 903 PROG  300 3357  CFHARY16 $494,141 
       Fund Dept. Organization Appr. Obj/Rev Source GRC/PROJ/JOB No. Amount 

          
         Fund Dept. Organization Appr. Obj/Rev Source GRC/PROJ/JOB No. Amount 

          

 Abbreviated Use Estimated Payment Total by Fiscal Year 

  B.O.N.U.S.    FY  Amount  I/D   FY  Amount  I/D  

  Babies Optimal Nutrition with   15-16  494,141           

  Ultimate Support – Lactation   16-17  497,141           

  Support Services   17-18  499,141           

                  

THIS CONTRACT is entered into in the State of California by and between the Children and Families 
Commission for San Bernardino County, hereinafter called the Commission, and 

Legal Name (hereinafter called the Contractor)   

County of San Bernardino   

Department/Division   

Department of Public Health/Disease Control & Prevention – Women, 
Infant, and Children Program   

Address  Program Address (if different from legal address): 

1505 South D Street   

San Bernardino, CA 92415   

Phone   

(909) 388-5663   

Federal ID No.   

95-6002748   

 

IT IS HEREBY AGREED AS FOLLOWS: 

AMENDMENT NO. 1 

 

1. Paragraphs A. of Section II, CONTRACTOR’S SERVICE RESPONSIBILITIES, is amended to read 
as follows: 

 
A. Contractor shall provide all program services identified in this Contract, including Attachment A – 

Program Work Plan. Pursuant to Section II, paragraphs D & F, and Section III, paragraph CC, and 
Section VIII, paragraph D of the Contract, Attachment A will be amended including, but not limited to list 
the specific quantitative targets for the respective year for Fiscal Year 2015-2016, Fiscal Year 2016-
2017 and Fiscal Year 2017-2018.  Commission may also decrease the scope of work, in its sole 
discretion, upon written notice to Contractor.  In the event of such a decrease in scope, Contractor may 
not invoice Commission for scope eliminated from the Contract.                                         

               Initial Here 
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ATTACHMENTS 

Attachment A – Amended Program Work Plan for 2016-2017 

 

 

 

All other terms and conditions of this contract remain in full force and effect. 

 

   
CHILDREN & FAMILIES COMMISSION FOR  
SAN BERNARDINO COUNTY   

 COUNTY OF SAN BERNARDINO  

  Legal Entity  

 
  

 
 

 

 
 Authorized Signature   Authorized Signature 

 
Linda Haugan 

  
James Ramos 

 Printed Name   Printed Name 

 
 

Commission Chair  
 

Chairman, Board of Supervisors 
 Title 

 

 Title 

 
  

 
 

 Dated 

 

 Dated 

 
Official Stamp 

   

 
 
 
 
 
 
 
 
 
 
 

Reviewed for Processing   Approved as to Legal Form    Presented to Commission for 
Signature 

       
Cindy Faulkner   Sophie Akins   Karen E. Scott 

Operations Manager   Commission Counsel   Executive Director 

       

Date   Date   Date 
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SPA 1: Goal 1.1:  Child Health ATTACHMENT A WORKPLAN 
Children and Families Objective 1.1.a:  Families have access to resources and environments 

that support the total wellness of the child 
Objective 1.1.b: Families are knowledgeable of and utilize available resources to 

manage their health 
SPA 2: 
Systems and Network 

Goal 2.1: Leadership as a Convener and Partner Goal 2.2: Capacity Building 
Objective 2.1.a: Systems and services effectively support and engage 

children, families and communities 
Objective 2.2.a: Community organizations and groups are equipped to effectively serve 

children and families 
Objective 2.1.b: Families, providers and stakeholders collaborate 

effectively to improve the well-being of the child 
Objective 2.2.b: Workforce is developed to effectively serve children and families 

 
 
 

      
 

  
 

 
Program Description: 

 BONUS (Babies Optimal Nutrition with Ultimate Support) is a comprehensive lactation support program with two components: 1) A 24 hour warm line made available to all county 
residents for support with continued breastfeeding in the months following the birth of their baby. Consultation will be provided by a live International Board Certified Lactation Consultant 
(IBCLC).  All callers will receive a follow up call three months after the child’s date of birth to support them in the continued breastfeeding of their baby. 2) Provider (OB-GYNs, clinic staff, 
RN’s, hospital staff etc.) training and support of exclusive breastfeeding upon discharge from the hospital and provide lactation accommodation materials to local businesses. 
 

Agency Name: County of San Bernardino Department of Public Health Contract #: HW054 A1 

Program Name: B.O.N.U.S. Lactation Support Program Fiscal Year: 2016-2017 

Service Area: Countywide 

Expectation(s): Provide Babies Optimal Nutrition with Ultimate Support (BONUS) program with three components; 1) 24 hour warm line, 2) Breastfeeding materials and information 
distribution promoting continued breastfeeding, and 3) Provider (OB-GYNs, clinic staff, RN’s, hospital staff etc.) training and support of exclusive breastfeeding upon 
discharge from the hospital 

Outcome(s):   1) 1,500 calls received or initiated on the lactation support wireline (Aggregate) 2) 450 callers still breastfeeding at 3 months (Core) 3) 10 Hospitals, 25 Providers, and 25 
Businesses will receive breastfeeding materials and/or toolkits and training (Narrative) 

 
Objective 

 
Activity 

 
Dosage 

 
Verification 

Provide access to lactation support Warm line for general public Lactation Support Warm 
Line 

Varies 211 Call Log & BONUS Database printout (Submitted quarterly) 

Contact Warm line callers at 3, 6, and 9 month intervals after the date of birth or 
receive returning client calls to assess for continued breastfeeding practice 

IBCLC Follow-Up and/or  
IBCLC Support 

Varies Persimmony Service Activity (Submitted Monthly) 

Provide breastfeeding promotion materials, including Breastfeeding & Baby 
Behavior toolkits and other training to hospitals and providers. Provide lactation 
accommodation materials to local businesses 

Promotional Material 
Distribution 

One time Distribution log with signature of receipt (Submitted Quarterly)   

Narrative to include tally of organization or individual receiving 
material 

Agency Rep Name: _____________________________________ Data Type: Core, Aggregate & Narrative 
Agency Signature: _____________________________________ Reporting Period: Monthly and Quarterly Due: On the 15th 
Date Signed: _____________________________________ Program Cycle: July 2016 – June 2017 
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                          Program Outline Document 2016-2017 

AGENCY INFORMATION 
  Contract #: HW054 A1 
Legal Entity: County of San Bernardino 
 
Dept./Division: Public Health/Disease Control & Prevention – Women, Infant, and Children Program 
 
Project Name: BONUS (Babies Optimal Nutrition with Ultimate Support)-Lactation Support Services 
 
Address: 1505 South D Street  Phone #: 909-388-5663 
 San Bernardino, CA 92415-   
 
Website: http://cms.sbcounty.gov/wic/Home.aspx  Fax #: 909-888-5943 
 
Program Site  
Address: 

       Client Referral  
Phone # 

909-388-5663 

 No additional sites   
    
 
CONTACT INFORMATION 
 
CONTRACT REPRESENTATIVE/SIGNING AUTHORITY 
Name: James Ramos  Title: Chairman, Board of Supervisors 
 
Address: 385 N. Arrowhead Avenue, Fifth Floor  Direct Phone #: 909-387-4855 
 San Bernardino, CA 92415    
 Fax #: 909-387-3018 
E-Mail: James.Ramos@bos.sbcounty.gov    
 
PROGRAM CONTACT 
Name: Heather Wellons-Blum  Title: Program Manager – WIC 
 
Address: 1505 S. D Street  Direct Phone #: 909-388-5669 
 San Bernardino, CA 92415    
 Fax #: 909-888-5943 
E-Mail: HBlum-Wellons@dph.sbcounty.gov   
 
FISCAL CONTACT 
Name: Araceli Jimenez  Title: Administrative Supervisor I 
 
Address: 1505 S. D Street  Direct Phone #: 909-388-5664 
 San Bernardino, CA 92415    
 Fax #: 909-888-5943 
E-Mail: ajimenez@dph.sbcounty.gov    
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ADDITIONAL CONTACT (Describe):  Choose an item.                                                     
Name: Cathy Beres  Title: County Breastfeeding Liaison - WIC 
 
Address: 1505 South D Street  Direct Phone #: (909) 388-5668 
 San Bernardino, CA 92415    
 Fax #: 909-888-5943 
E-Mail: Cathy.Beres@dph.sbcounty.gov   

 

PROGRAM INFORMATION 
 
TYPE OF AGENCY 

 Educational Institution Describe: Choose an item.                                                     
 

 Government Agency Describe: County 
 

 Private Entity/Institution Describe: Choose an item. 
 

 Community-Based Describe: Choose an item.                                                                 
 
FIRST 5 FOCUS AREA STRATEGY 
 

 Health  Early Screening and Intervention  Health & Safety Education 
 Health Care Access  Other:   
 Oral Health        

 

 Education  Early Education Programs  Quality Provider Programs 
 Access to Quality Child Care  Other:   

         
 

 Family  Parent Education  Other: 
 Resource Center & Case 

Management  
       

 

 Systems  Integrated Systems Planning & 
Implementation 

 Community Outreach 

 Countywide Information 
Referral Systems 

 Other: 
      

 Organizational Capacity Building   
 
PROGRAM DESCRIPTION SERVICE AREA (LOCATIONS) 

BONUS (Babies Optimal Nutrition with Ultimate Support) is a 
comprehensive lactation support program with two components: 1) A 24 
hour warm line made available to all county residents for support with 
continued breastfeeding in the months following the birth of their baby. 
Consultation will be provided by a live International Board Certified 
Lactation Consultant (IBCLC).  All callers will receive a follow up call three 
months after the child’s date of birth to support them in the continued 
breastfeeding of their baby. 2) Provider (OB-GYNs, clinic staff, RN’s, 
hospital staff etc.) training and support of exclusive breastfeeding upon 
discharge from the hospital and provide lactation accommodation 
materials to local businesses. 

County of San Bernardino 
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COMMISSION LEVEL OUTCOMES 
 SPA 1: Children and Families    

Goal 1.1: Child Health 
Objective 1.1.a: Families have access to resources and environments that support the total wellness of the 
child 
Objective 1.1.b: Families are knowledgeable of and utilize available resources to manage their health 
 
SPA 2: Systems and Networks 
Goal 2.1: Leadership as a convener and partner 
Objective 2.1.a: Systems and services effectively support and engage children, families and communities 
Objective 2.1.b: Families, providers and stakeholders collaborate effectively to improve the well-being of 
the child 
 
Goal 2.2: Capacity Building 
Objective 2.2.a: Community organizations and groups are equipped to effectively serve children and 
families 
Objective 2.2.b: Workforce is developed to effectively serve children and families 

  
 
ASSIGNED ANALYST: Ronnie Thomas 
 
CONTRACT AMOUNT 
 
Fiscal Year Amount 
2015-2016 $ $494,141  
2016-2017  $ $497,141   
2017-2018 $ $499,141   
Total $ $1,490,423   
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